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The Community Emergency Response Team (CERT) Program educates people about disaster preparedness for hazards that may impact their area and trains them in basic disaster response skills, such as fire safety, light search and rescue, team organization, and disaster medical operations. Using the training learned in the classroom and during exercises, CERT members can assist others in their neighborhood or workplace following an event when professional responders are not immediately available to help. CERT members also are encouraged to support emergency response agencies by taking a more active role in emergency preparedness projects in their community.
Following a major disaster, first responders who provide fire and medical services will not be able to meet the demand for these services. Factors as number of victims, communication failures, and road blockages will prevent people from accessing emergency services they have come to expect at a moment’s notice through 911. People will have to rely on each other for help in order to meet their immediate life-saving and life-sustaining needs.
One also expects that under these kinds of conditions, family members, fellow employees, and neighbors will spontaneously try to help each other. This was the case following the Mexico City earthquake where untrained, spontaneous volunteers saved 800 people. However, 100 people lost their lives while attempting to save others. This is a high price to pay and is preventable through training.
If we can predict that emergency services will not meet immediate needs following a major disaster, especially if there is no warning as in an earthquake, and people will spontaneously volunteer, what can government do to prepare citizens for this eventuality?
First, present citizens the facts about what to expect following a major disaster in terms of immediate services. Second, give the message about their responsibility for mitigation and preparedness. Third, train them in needed life-saving skills with emphasis on decision-making skills, rescuer safety, and doing the greatest good for the greatest number. Fourth, organize teams so that they are an extension of first responder services offering immediate help to victims until professional services arrive.
[bookmark: _Toc319097333]1.1 Background
The Community Emergency Response Team concept was developed and implemented by the Los Angeles City Fire Department (LAFD) in 1985. The Whittier Narrows earthquake in 1987 underscored the area-wide threat of a major disaster in California. Further, it confirmed the need for training civilians to meet their immediate needs. As a result, the LAFD created the Disaster Preparedness Division with the purpose of training citizens and private and government employees.
The training program that LAFD initiated makes good sense and furthers the process of citizens understanding their responsibility in preparing for disaster. It also increases their ability to safely help themselves, their family and their neighbors. The Federal Emergency Management Agency (FEMA) recognizes the importance of preparing citizens. The Emergency Management Institute (EMI) and the National Fire Academy adopted and expanded the CERT materials believing them applicable to all hazards.
The CERT course will benefit any citizen who takes it. This individual will be better prepared to respond to and cope with the aftermath of a disaster. Additionally, if a community wants to supplement its response capability after a disaster, civilians can be recruited and trained as neighborhood, business, and government teams that, in essence, will be auxiliary responders. These groups can provide immediate assistance to victims in their area, organize spontaneous volunteers who have not had the training, and collect disaster intelligence that will assist professional responders with prioritization and allocation of resources following a disaster. Since 1993 when this training was made available nationally by FEMA, communities in 28 States and Puerto Rico have conducted CERT training.
[bookmark: _Toc319097334]1.2 CERT Basic Training
The CERT Basic Training course is delivered in the community by a team of first responders who have the requisite knowledge and skills to instruct the sessions. These instructors complete a CERT Train-the-Trainer (TTT) conducted by the State Training Office for Emergency Management or the Emergency Management Institute in order to learn the training techniques that are used successfully by the LAFD.
The basic CERT training is usually delivered in four-hour sessions, one evening a week over a six week period. The training consists of the following:
· Module I, DISASTER PREPAREDNESS: Addresses hazards to which people are vulnerable in their community. Materials cover actions that participants and their families take before, during, and after a disaster. As the session progresses, the instructor begins to explore an expanded response role for civilians in that they should begin to consider themselves disaster workers. Since they will want to help their family members and neighbors, this training can help them operate in a safe and appropriate manner. The CERT concept and organization are discussed as well as applicable laws governing volunteers in that jurisdiction.
· Module II, DISASTER FIRE SUPPRESSION: Briefly covers fire chemistry, hazardous materials, fire hazards, and fire suppression strategies. However, the thrust of this session is the safe use of fire extinguishers, sizing up the situation, controlling utilities, and extinguishing a small fire.
· Module III, DISASTER MEDICAL OPERATIONS PART I: Participants practice diagnosing and treating airway obstruction, bleeding, and shock by using simple triage and rapid treatment techniques.
· Module IV, DISASTER MEDICAL OPERATIONS, PART II: Covers evaluating patients by doing a head to toe assessment, establishing a medical treatment area, performing basic first aid, and practicing in a safe and sanitary manner.
· Module V, LIGHT SEARCH AND RESCUE OPERATIONS: Participants learn about search and rescue planning, size-up, search techniques, rescue techniques, and most important, rescuer safety.
· Module VI, DISASTER PSYCHOLOGY AND TEAM ORGANIZATION: Covers signs and symptoms that might be experienced by the disaster victim and worker. It addresses CERT organization and management principles and the need for documentation.
· Module VII, COURSE REVIEW AND DISASTER SIMULATION: Participants review their answers from a take home examination. Finally, they practice the skills that they have learned during the previous six sessions in disaster activity.
Upon successful completion of the CERT Basic Training, members are issued a basic CERT kit and identification card, will be assigned to a county chapter, and are encouraged to register as a volunteer responder with WVREDI (West Virginia Responder Emergency Deployment Information system). After completion of all REDI registration requirements, the state will issue a West Virginia REDI Official Responder identification card through the Division of Motor Vehicles.
[bookmark: _Toc319097335]1.3 Maintaining Involvement
After completing CERT Basic Training, it is important to stay involved and practiced in our skills. Periodic refresher sessions are provided to reinforce the basic training. Other events such as drills, picnics, neighborhood clean-up, and disaster education fairs will keep us involved and trained. Additional training requirements are discussed in another section of this manual.
[bookmark: _Toc319097336]1.4 Our Local Team Mission
· Assist the members of our communities and workplaces following an event when professional responders (law enforcement, fire, and EMS) are not immediately available to help.
· Be always prepared to assist those professional responders in every area for which we have been properly trained.
· Support emergency response agencies by taking an active role in emergency preparedness projects in our communities.
· Assist in and support the mission of the Mid-Ohio Valley Health Department (MOVHD) to protect the general public from the growing specter of acts of terrorism and new emerging diseases through planning, detection, communication, response, public information, and training.
[bookmark: _Toc319097337]1.5 MOVR CERT Philosophy
Mid-Ohio Valley Regional Community Emergency Response Team (MOVR CERT) subscribes to the federal guidelines for the Whole Community Approach to Emergency Planning and Response. This means that MOVR CERT endeavors to involve all members of the community — not just government agencies, planners, and professional responders — in the process of planning for, avoiding, mitigating the effects of, responding to, and recovering from any form of emergency or disaster, whether natural, man-made, accidental, or the result of criminal or terrorist activities.
The National Response Framework (NRF) and National Incident Management System (NIMS) require that all emergency responders — whether government agencies (City, County, State, Tribal, or Federal), private companies, or volunteer organizations (like CERT) — conduct their response activities in accordance with the organizational structure and procedures defined in the National Incident Command System (ICS).
As part of the United States Citizen Corps, a unit of the Federal Emergency Management Agency (FEMA), the CERT Program educates people about disaster preparedness for hazards that may impact their area and trains them in basic disaster response skills, such as fire safety, light search and rescue, team organization, and disaster medical operations. CERT provides a valuable community service opportunity for concerned citizens who might not choose to belong to a “traditional” first response agency (either volunteer or paid fire, emergency medical, or law enforcement), but who wish to acquire additional skills so that in a crisis they can take care of themselves, their families, their friends, and their neighbors until first responders can arrive.
CERT volunteers are not first responders, but using the knowledge and skills learned in the classroom and during exercises, CERT members can assist others in their neighborhood or workplace following an event when professional responders are not immediately available to help. As a service to the community, MOVR CERT provides the FEMA-approved Classroom-Based CERT Basic Training Program at no cost or obligation to the participant.
CERT also provides the framework, additional training, and organizational structure that allows and encourages graduates of the CERT Basic Training Program to participate in an organized volunteer emergency response team that may be called upon to support and supplement the efforts of professional responders in the event of a community emergency or disaster.
Individuals with physical limitations or special needs are encouraged to actively participate in the MOVR CERT program(s) and will find a supportive learning and nurturing environment that will provide personalized assistance in adapting emergency techniques to challenge(s) that might be presented to maximize not only their ability for self-care during emergency situations but to be a valuable asset in potentially caring for others. 
Because not every graduate of CERT Basic Training will have the opportunity, ability, or desire to be an active member of the emergency response team, MOVR CERT offers essentially four levels of involvement:
1. Those who wish to be actively involved in the most active emergency response team, to include possible activation and deployment both locally, regionally, and state-wide;
2. Those who want to provide assistance outside their immediate neighborhood or place of business in the event of an emergency but who do not have the time, ability, or interest in being involved in frequent meetings, training, or other activities that would be required for more active participation at Level 1;
3. Those whose primary motivation is to be able to assist their immediate family and friends in the event of an emergency, but who will be willing to provide emergency assistance outside their immediate neighborhood or place of business in the event of a serious community emergency; and
4. Those who only wish to take the training to be able to assist their immediate family, friends, and co-workers in the event of an emergency.
Completion of the CERT Basic Training in no way constitutes an obligation to participate at any level. In the event of CERT being deployed for any emergency situation or event, all responders (regardless of their participation level) will only be assigned duties consistent with their abilities and training.
Any graduate of CERT Basic Training may indicate their desire and willingness to respond to an emergency by registering with their Chapter leadership their anticipated availability and the geographical area(s) to which they are willing to respond. Chapter leaders will convey this information to the Regional Administrative Chief, who will maintain a current roster and response list for the entire Region (by Chapter) and provide copies of that roster to all Chapter Coordinators.
Those who have registered to be available for response will be notified in the event of a CERT deployment in the area(s), and at the level, for which they have indicated their availability, and will be assigned duties consistent with their abilities and training.
[bookmark: _Toc319097338]1.5.1 Level 1 Involvement
Individuals involved at Level 1 are those who wish to be involved in the most active aspects of the emergency response team and have committed to obtain more advanced training and skills to be available during emergencies where, due to the nature of the emergency, “normal” first response agencies (fire, medical, law enforcement) are either unable to respond or will be delayed in their response. All officers and team leaders will be selected and appointed from among Level 1 participants.
Level 1 participants should expect to:
a. Participate in as many regularly-scheduled planning and training meetings as their schedule permits;
b. Submit their certificates of completion for the four federally-mandated Incident Command System courses (available on-line, each requiring an hour or so to complete) and become proficient in ICS operations and procedures;
c. Be certified in Basic First Aid, Cardio-Pulmonary Resuscitation, and Automated External Defibrillator; and 
d. Participate in continuing and advanced training including, but not limited to, emergency radio procedures; search and rescue techniques; first-responder, advanced, and psychological first aid; global-positioning system (GPS) techniques and map-reading skills; incident site safety and security procedures; and additional NIMS/ICS courses as needed.
[bookmark: _Toc319097339]1.5.2 Level 2 Involvement
Individuals involved at Level 2 wish to provide assistance outside their immediate neighborhood or place of business in the event of an emergency but do not have the time, ability, or interest in being involved in frequent meetings, training, or other activities that would be required for more active participation at Level 1.
Level 2 participants are encouraged, but not required, to participate in as many of the Level 1 activities as their interest and availability permit.
They need to indicate their desire and willingness to respond to an emergency by registering with CERT leadership their anticipated availability and the geographical area(s) to which they are willing to respond. To be eligible for deployment they must have completed the federally-mandated ICS 700 course and submitted to CERT leadership their certificate of completion.
Those who have registered to be available for response will be notified in the event of a CERT deployment in the area for which they have indicated their availability, and will be assigned duties consistent with their abilities and training.
Registering for availability in no way constitutes a requirement to respond if called, and all volunteers may freely decline any response notification without prejudice.
[bookmark: _Toc319097340]1.5.3 Level 3 Involvement
Individuals at Level 3 participation have as their primary motivation the desire to have the ability to assist their immediate family and friends in the event of an emergency, but who will be willing to provide emergency assistance outside their immediate neighborhood or place of business in the event of a serious community emergency.
Individuals participating at Level 3 are also invited and encouraged, but not required, to participate in as many of the Level 1 activities as their interest and availability permit.
They need to indicate their desire and willingness to respond by registering with CERT leadership their anticipated availability and the geographical area(s) to which they are willing to respond. To be eligible for deployment they must have completed the federally-mandated ICS 700 course and submitted to CERT leadership their certificate of completion.
Those who have registered at Level 3 will only be contacted for deployment after all Level 1 and Level 2 participants have been contacted and additional assistance with the incident is needed. They may, however, volunteer to respond to any CERT deployment. Those who respond will be assigned duties appropriate to their level of ability and training.
Registering for availability in no way constitutes a requirement to respond if called, and all volunteers may freely decline any response notification without prejudice.
[bookmark: _Toc319097341]1.5.4 Level 4 Involvement
Individuals with Level 4 interest only wish to take the CERT Basic Training to be able to assist their immediate family, friends, and co-workers in the event of an emergency. They are invited to participate in any and all training activities, but there is absolutely no expectation for them to do so. These individuals will not be called and asked to respond to an emergency event, but may volunteer to respond if they so desire. Those who respond will be assigned duties appropriate to their level of ability and training.
[bookmark: _Toc319097342]1.6 Non-Discrimination Policy
MOVR CERT is committed to a policy of fair, whole-community representation and will not discriminate on the basis of race, ethnicity, color, age, disability, gender, religious preference, sexual orientation, geography, politics, or group affiliations (other than groups advocating the violent overthrow of the government). All CERT members adhere to these same standards in the course of their duties. Individuals with special needs are encouraged to actively participate in the MOVR CERT program and will be assigned duties consistent with their abilities and training.

[bookmark: _Toc319097343]2.0 Organization
The Mid-Ohio Valley Regional Community Emergency Response Team (MOVR CERT) is sponsored by the Mid-Ohio Valley Health Department Threat Preparedness Unit, and serves Calhoun, Pleasants, Ritchie, Roane, Wirt, and Wood Counties in West Virginia. Each of the counties in the service area has a CERT Chapter, and team members are by default assigned to the Chapter for the county in which they reside. While each Chapter has a significant level of autonomy, the Regional office is responsible for overseeing, coordinating, and facilitating the activities of individual Chapters in the Region. Unlike most civic and fraternal organizations, Officers in the CERT organization are not elected based upon their popularity and willingness to serve, but are appointed based upon their experience, training, and ability to perform their assigned responsibilities. While members certainly have a voice in the operation of MOVR CERT and its Chapters, and the opinions of all members are highly regarded, there is no provision for “democratic process” and policy and procedures are determined by the leadership.
[bookmark: _Toc319097344]2.1 Incident Command System
The Incident Command System (ICS) is a key feature of the federally-mandated National Incident Management System (NIMS), and the national CERT program follows the same structure.
	•	ICS is a widely applicable management system designed to enable effective, efficient incident management by integrating a combination of facilities, equipment, personnel, procedures, and communications operating within a common organizational structure.
	•	ICS enables incident managers to identify and respond to the key concerns associated with an incident — often under urgent conditions — without sacrificing attention to any component of the command system.
	•	ICS is used to organize on-scene operations for a broad spectrum of emergencies from small to complex incidents, both natural and man-made. Resources from federal, state, tribal, or local levels, when appropriately deployed, become part of the field ICS as prescribed by the local authority.
Use of ICS by all levels of government — federal, state, tribal, and local — is mandated by the Federal Response Plan (FRP), is strongly recommended for use by Non-Government Organizations (NGOs) and the private sector, and is also applicable across disciplines. It is normally structured to facilitate activities in five major functional areas:
· Command
· Operations
· Planning
· Logistics
· Finance / Administration
As a system, ICS is extremely useful; not only does it provide an organizational structure for incident management, but it also guides the process for planning, building, and adapting that structure. Using ICS for every incident or planned event or training exercise helps hone and maintain skills for the large-scale incidents.
Accordingly, MOVR CERT is organized according to the principles and guidelines of the ICS system.
[bookmark: _Toc319097345]2.1.1 Why Use NIMS for Day-to-Day Management?
Real incidents are chaotic, and most CERT members have little or no experience in dealing with the chaos outside of drills and exercises. To bring order to chaos, CERTs are organized under the principles of the Incident Command System (ICS). CERT members, however, may have difficulty understanding how ICS works. This topic provides tips for making ICS easier for CERT members to understand, and use of NIMS for day-to-day management of the CERT organization gets everyone comfortable with working within this particular management structure, so the learning curve in a real incident will be significantly reduced.
[bookmark: _Toc319097346]2.1.1.1 Management Principles and ICS
First responders who use ICS daily understand the advantages of flexible organization and manageable span of control that ICS offers. In an actual event, professional responders use ICS to divide activities into functional groups so that:
	•	There are clear lines of supervision.
	•	The person with decision-making authority (i.e., the Incident Commander) is not overwhelmed.
	•	There is a limited span of control for each leader or manager.
[bookmark: _Toc319097347]2.1.1.2 ICS Functions
ICS functions are similar to those used in the workplace. Management (the Incident Commander) sets priorities and makes decisions about what is to be done based on the information received from staff functions:
	•	Operations implements the decisions made by the Incident Commander.
	•	Planning receives, filters, and compiles information coming in from the incident scene.
	•	Logistics ensures that the personnel, equipment, and tools required by operations to implement the Incident Commander’s decisions are in the right place at the right time in the right quantities.
	•	Administration collects all incident data after it has been compiled, acted on, and/or is no longer needed.
[bookmark: _Toc319097348]2.1.1.3 Applying ICS Principles to CERT Management
In simple terms:
	•	Management (the CERT Regional or Chapter Coordinator) is responsible for deciding what is to be done.
	•	Operations is responsible for how it gets done.
	•	Logistics is responsible for how it gets supported.
	•	Planning is responsible for determining what is going on and how the information gets communicated and/or displayed.
	•	Administration is responsible for how everything gets documented.
[bookmark: _Toc319097349]2.1.1.4 Position Titles
At each level within the ICS organization, individuals with primary responsibility positions have distinct titles. Titles provide a common standard for all users of the system. For example, if one organization uses the title Branch Chief and another uses Branch Manager, etc., the lack of consistency can cause confusion at an incident.
The following table describes the distinctive title assigned to each element within the ICS organization at each corresponding level, as well as the leadership title corresponding to each individual element.
	Organizational Element
	Leadership Position Title
	Support Positions

	Incident Command
	Incident Commander
	Deputy

	Command Staff
	Officer
	Assistant

	Section
	Section Chief
	Deputy

	Branch
	Branch Director
	Deputy

	Divisions and Groups
	Supervisors
	N/A

	Unit
	Unit Leaders
	Manager, Coordinator

	Strike Team / Task Force
	Leader
	Single Resource Boss

	Single Resource Boss
	Boss
	N/A

	Technical Specialist
	Specialist
	N/A



[bookmark: _Toc319097350]2.2 MOVR CERT Regional Structure
Span of control is key to effective and efficient incident management. In ICS, the span of control of any individual with incident management and/or supervisory responsibility should range from three to seven subordinates, with five being optimal. However, during  large-scale operation, eight to ten subordinates may prove to be optional, depending upon the specific circumstances. MOVR CERT organizational structure follows these NIMS/ICS organizational guidelines, and the span of control of any individual with management or supervisory responsibility should range from three to seven subordinates, with five being optimal. While it is recommended that each person have only one function, it is recognized that a single individual may need to perform more than one function in smaller chapters. Regional and Chapter Officers are listed in Appendix B. All Officers are required to have completed, as a minimum, IS-700, ICS-100, ICS-200, and IS-800.
Figure 1 shows the organization chart for the Region level of MOVR CERT.
[image: RegionOrgChart]
[bookmark: _Toc319097490]Figure 1. MOVR Regional Organization Chart
[bookmark: _Toc319097351]2.2.1 Regional Coordinator
Reporting directly to the Mid-Ohio Valley Health Department Threat Preparedness Director, the Regional Coordinator is responsible for:
· Serving as the direct liaison between MOVR CERT, the Mid-Ohio Valley Health Department and its other volunteer organizations (including, but not limited to, Large Animal Rescue and Medical Reserve Corps), and other volunteer agencies throughout the region, such as the Red Cross, Salvation Army, Arc of the Mid-Ohio Valley, Volunteer Action Center, and others;
· Representing MOVR CERT on the Wirt/Wood County Local Emergency Planning Committee; 
· Coordinating and facilitating the activities of the County Coordinators throughout the Region;
· Coordinating a Region-wide training plan and obtaining grant funding to support the program;
· Coordinating with other national, state, and regional CERT organizations;
· Maintaining a central repository for all MOVR records;
· Assisting the Area Commander and/or serve as part of the Command Staff of the Emergency Operations Center (EOC) or Multi-agency Coordination (MAC) Group for all Region-wide multi-agency events for which teams from MOVR CERT are deployed.
[bookmark: _Toc319097352]2.2.2 Deputy Regional Coordinator
Reporting to the Regional Coordinator, the Deputy Regional Coordinator assists the Regional Coordinator with all the responsibilities of that office, fulfills the duties of Regional Coordinator for relief or when the Regional Coordinator to is unavailable or otherwise unable to perform those functions, and oversees the routine staff functions of the Regional Office.
[bookmark: _Toc319097353]2.2.3 Regional Operations Chief
Reporting to the Deputy Regional Coordinator, the Regional Operations Chief is responsible for the direct management of all incident-related tactical activities and serves as the primary NIMS Operations Section Chief for all CERT-only deployments and activities. When deployed, the Operations Chief establishes tactics for each assigned operational period, including direct involvement of the Incident Action Plan (IAP).
Primary functions of the Operations Chief, when deployed, include:
· Ensure safety of tactical operations;
· Manage tactical operations;
· Develop operational portions of the IAP;
· Supervise execution of operations portions of the IAP;
· Request additional resources to support tactical operations;
· Approve release of resources from active operational assignments;
· Make or approve expedient changes to the IAP;
· Maintain close contact with the IC, subordinate Operations personnel, and other agencies involved in the incident or activity.
[bookmark: _Toc319097354]2.2.4 Regional Planning Chief
Reporting to the Deputy Regional Coordinator, the Regional Planning Chief assists with the development and implementation of training and exercise plans for the Region.
When deployed, the Planning Section, under the direction of the Planning Chief, collects, evaluates, and disseminates incident situation information and intelligence to the IC/UC and incident management personnel. This section then prepares status reports, displays situation information, maintains the status of resources assigned to the incident, and prepares and documents the IAP, based on Operations Section input and guidance from the IC/UC.
Primary functions of the Planning Chief, when deployed, include:
· Collect and manage all incident-relevant operational data;
· Supervise preparation of the IAP;
· Provide input to the IC and Operations in preparing the IAP;
· Incorporate Traffic, Medical, and Communications plans and other supporting material into the IAP;
· Conduct/facilitate Planning Meetings;
· Reassign out-of-service personnel within the ICS organization already on scene, as appropriate;
· Compile and display incident status information;
· Establish information requirements and reporting schedules for Units (e.g., Resources Unit, Situation Unit);
· Determine need for specialized resources;
· Assemble and disassemble Task Forces and Strike Teams not assigned to Operations;
· Establish specialized data collection systems as necessary (e.g., weather);
· Assemble information on alternative strategies;
· Provide periodic predictions on incident potential;
· Report significant changes in incident status; and
· Oversee preparation of the Demobilization Plan. 
[bookmark: _Toc319097355]2.2.5 Regional Administration Chief
Reporting to the Deputy Regional Coordinator, the Regional Administration Chief assists with the development and tracking of budgets and other financial and fund-raising plans for the Region, and performs other administrative tasks as assigned.
When deployed, the Administration Section Chief, under the direction of the Incident Commander, is tasked with the incident management activities required on-scene or incident-specific finance and other administrative support services.
Some of the functions that fall within the scope of this Section are recording personnel time, maintaining vendor contracts, administering compensation and claims, and conducting an overall cost analysis for the incident or activity. If a separate Section is established, close coordination with the Planning Section and Logistics Section is also essential so that the operational records can be reconciled with financial documents.
Primary functions of the Finance/Admin Chief, when deployed, include:
· Manage all financial aspects of the incident or activity;
· Provide financial and cost analysis information as requested;
· Ensure compensation and claims functions are being addressed relative to the incident or activity;
· Gather pertinent information from briefings with responsible agencies;
· Develop and operational plan for the Finance/Administration Section and fill Section supply and support needs;
· Determine the need to set up and operate an incident/activity commissary;
· Meet with assisting and cooperating Agency Representatives as needed;
· Maintain daily contact with the responsible agency(s) headquarters on finance matters;
· Ensure that personnel time records are completed accurately and transmitted to home agencies;
· Ensure that all obligation documents initiated at the incident are properly prepared and completed;
· Brief agency administrative personnel on all incident/activity-related financial issues needing attention or follow-up;
· Provide input to the IAP.
[bookmark: _Toc319097356]2.2.6 Regional Logistics Chief
Reporting to the Deputy Regional Coordinator, the Regional Logistics Chief is responsible for the acquisition, inventory, storage, and maintenance of all equipment belonging to the Regional level of MOVR CERT.
When deployed, the Logistics Section, under the direction of the Logistics Chief, is responsible for the provision of all service support requirements needed to facilitate effective and efficient incident management, including ordering resources from off-incident locations.
This section also provides facilities, security (of the incident/activity command facilities and personnel), transportation, supplies, equipment maintenance and fuel, food services, communications and information technology support, and emergency responder medical services, including inoculations, as required.
Primary functions of the Logistics Chief, when deployed, include:
· Provide all facilities, transportation, communications, supplies, equipment maintenance and fueling, food, and medical services for incident/activity personnel, and all off-incident resources;
· Manage all incident/event logistics;
· Provide logistics input to the IAP;
· Brief Logistics staff as needed;
· Identify anticipated and known incident/activity service and support requirements;
· Request additional resources as needed;
· Ensure and oversee development of Traffic, Medical, and Communications Plans as required; and
· Oversee demobilization of Logistics Section and associated resources.
[bookmark: _Toc319097357]2.2.7 Regional Communications Leader (COML)
Reporting to the Regional Logistics Chief, the Regional Communications Leader is responsible for ensuring that MOVR CERT has a comprehensive Regional Communications Plan that will be compatible with the emergency service agencies of all the counties we serve. To accomplish this responsibility, the Regional COML performs the following activities:
· Develops, documents, and maintains communications plans to be used for all Regional training activities and exercises;
· Recommends the purchase of appropriate communications equipment;
· Keeps accurate inventories and maintenance records of communications equipment owned by MOVR CERT;
· Provides for preventive and corrective maintenance of all communications equipment owned by MOVR CERT; 
· Ensures that the Regional Communications Plan and all Chapter Communications Plans are compatible with, and in compliance with, the Communications Annexes of the County Emergency Operations Plans in all counties MOVR CERT serves; and
· Coordinates with and assists the Chapter COMLs in the performance of their responsibilities.
[bookmark: _Toc319097358]2.2.8 Regional Public Information Officer
Reporting to the Regional Coordinator, the Regional Public Information Officer (RPIO) is responsible for communicating with the public and media and/or with other agencies regarding all activities, incidents, and events in which the CERT organization is involved. The PIO may also perform a key public information-monitoring role, informing the Regional Coordinator of public information that may affect the Organization. Only the PIO should release information to the public and/or media, and all information to be released must be approved by the Regional Coordinator, or by Incident Command or Unified Command when deployed.
When deployed, the PIO gathers, verifies, coordinates, and disseminates accurate, accessible, and timely information on the event/incident’s cause, size, and current situation; resources committed; and other matters of general interest for both internal and external audiences.
Primary functions of the Public Information Officer, when deployed, include:
· Determine, according to direction from IC, any limits on information release;
· Develop accurate, accessible, and timely information for use in press/media briefings;
· Obtain the IC’s approval of news releases;
· Conduct periodic media briefings;
· Arrange for tours and other interviews or briefings that may be required;
· Monitor and forward media information that may be useful to incident/event planning;
· Maintain current information summaries and/or displays of the incident/event;
· Make information about the incident available to incident personnel;
· Participate in Planning Meetings; and
· Implement methods to monitor rumor control.
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Reporting to the Regional Coordinator, the Regional Chaplain provides for the non-denominational, non-sectarian spiritual benefit of the entire Mid-Ohio Valley Regional CERT Program.
[bookmark: _Toc319097360]2.2.10 Regional Training Officer
Reporting to the Regional Coordinator, the Regional Training Officer develops, plans, presents, and evaluates the effectiveness of training across the Region, and assists the Chapter Training Officer with the accomplishment of those responsibilities at the Chapter level.
[bookmark: _Toc319097361]2.2.11 Regional Safety Officer
Reporting to the Regional Coordinator, the Regional Safety Officer is responsible for planning and overseeing all safety aspects of all CERT activities in the Region; develops, implements, and monitors compliance with safety policies and procedures for the Region and incorporates them, as appropriate, into a Regional Safety Plan; develops or reviews/approves all safety considerations of all training plans; supervises on-site safety/security of all team responses, including drills; supports Chapter Safety Officers in the performance of their responsibilities; incorporates Chapter Safety Plans into the Regional Safety Plan as appropriate.
[The following is adapted from the ReadyWV Quick Series Incident Command System field guide.] In a Region-wide CERT-only deployment, or when CERT is the lead responding agency, the Regional Safety Officer reports directly to the CERT Incident Commander to monitor incident operations and to advise Incident Command on all matters relating to operational safety, including the health and safety of CERT personnel and other volunteers operating with CERT.
The ultimate responsibility for the safe conduct of incident management operations rests with the CERT IC and supervisors at all levels of incident management. The Safety Officer is, in turn, responsible to the CERT IC for:
· The systems and procedures necessary to ensure ongoing assessment of hazardous environments, including the incident Safety Plan.
· The coordination of multiple safety efforts under the control of the CERT IC.
· The implementation of measures to promote safety of all CERT and affiliated responders.
· The general safety of incident operations.
The Safety Officer has immediate authority to stop and/prevent unsafe acts during incident operations. Safety Officer on-scene primary functions include:
· Identify and mitigate hazardous situations.
· Create an incident Safety Plan.
· Ensure safety messages and briefings are made.
· Exercise emergency authority to stop and prevent unsafe acts.
· Review the Incident Action Plan for safety implications.
· Assign assistants qualified to evaluate special hazards.
· Initiate preliminary investigation of accidents within the incident area.
· Review and approve the Incident Medical Plan.
· Participate in Planning Meetings to address anticipated hazards associated with future operations.

[bookmark: _Toc319097362]2.3 MOVR CERT County Chapter Structure
Mirroring the Regional organizational structure, the County Chapter organizational structure complies with the NIMS/ICS organizational guidelines for span of control. Figure 2 shows the organization chart for the Chapter (County) level of MOVR CERT.
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[bookmark: _Toc319097491]Figure 2. MOVR Chapter Organization Chart
[bookmark: _Toc319097363]2.3.1 Chapter Coordinators
Reporting to the Regional Coordinator, the Chapter Coordinator is responsible for:
· Managing and overseeing all the activities and functions of CERT Chapter for that county; 
· Coordinating with other Chapter Coordinators within the Region;
· Serving as the Incident Commander for all CERT-only deployments and activities within the county;
· Assisting the Incident Commander or Area Commander and/or serve as part of the Command Staff of the Emergency Operations Center (EOC) or Multi-agency Coordination (MAC) Group for all County-wide multi-agency events for which the Chapter is deployed.
[bookmark: _Toc319097364]2.3.2 Deputy Chapter Coordinator
Reporting to the Chapter Coordinator, the Deputy Chapter Coordinator assists the Chapter Coordinator with all the responsibilities of that office, fulfills the duties of Chapter Coordinator for relief or when the Chapter Coordinator is unavailable or otherwise unable to perform those functions.
[bookmark: _Toc319097365]2.3.3 Chapter Operations Chief
Reporting to the Chapter Coordinator, the Chapter Operations Chief performs at the Chapter level the same responsibilities as the Regional Operations Chief discussed in section 2.2.3.
[bookmark: _Toc319097366]2.3.4 Chapter Planning Chief
Reporting to the Chapter Coordinator, the Chapter Planning Chief performs at the Chapter level the same responsibilities as the Regional Planning Chief discussed in section 2.2.4.
[bookmark: _Toc319097367]2.3.5 Chapter Administration Chief
Reporting to the Chapter Coordinator, the Chapter Administration Chief performs at the Chapter level the same responsibilities as the Regional Administration Chief discussed in section 2.2.5.
[bookmark: _Toc319097368]2.3.6 Chapter Logistics Chief
Reporting to the Chapter Coordinator, the Chapter Logistics Chief performs at the Chapter level the same responsibilities as the Regional Logistics Chief discussed in section 2.2.6.
[bookmark: _Toc319097369]2.3.7 Chapter Communications Leader (COML)
Reporting to the Chapter Logistics Chief with a strong staff relationship to the Regional Communications Leader, the Chapter Communications Leader (COML) is responsible for ensuring that the County CERT Chapter has a comprehensive Chapter Communications Plan that will be compatible with the emergency service agencies of the county served by the Chapter. To accomplish this responsibility, the Chapter COML performs the following activities:
· Develops, documents, and maintains communications plans to be used for all County training activities and exercises;
· Recommends the purchase of appropriate communications equipment that is compatible with similar equipment used by other Chapters in the Region;
· Keeps accurate inventories and maintenance records of communications equipment owned by the Chapter;
· Provides for preventive and corrective maintenance of all communications equipment owned by the Chapter;
· Coordinates with the County COML, 911 Center Director, or other Communications official(s) within the county to ensure that the Chapter Communications Plan is compatible with, and in compliance with, the Communications Annex of the County Emergency Operations Plans of the county served by the Chapter and with the Regional Communications Plan; and
· Submits all communications plans, inventories, and maintenance records to the Regional COML for incorporation into the Regional communications plans and records.
[bookmark: _Toc319097370]2.3.8 Chapter Public Information Officer
Reporting to the Chapter Coordinator, the Chapter Public Information Officer (CPIO) performs at the Chapter level the same responsibilities as the Regional PIO discussed in section 2.2.8.
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Reporting to the Chapter Coordinator with a strong staff relationship to the Regional Chaplain, the Chapter Chaplain provides for the non-denominational, non-sectarian spiritual benefit of the Chapter.
[bookmark: _Toc319097372]2.3.10 Chapter Training Officer
Reporting to the Chapter Coordinator with a strong staff relationship to the Regional Training Officer, the Chapter Training Officer develops, plans, presents, and evaluates the effectiveness of training for the Chapter.
[bookmark: _Toc319097373]2.3.11 Chapter Safety Officer
Reporting to the Chapter Coordinator with  strong staff relationship to the Regional Safety Officer, the Chapter Safety Officer is responsible for planning and overseeing all safety aspects of all CERT activities for the Chapter; develops, implements, and monitors compliance with safety policies and procedures for the Chapter; develops or reviews/approves all safety considerations of all Chapter training plans; supervises on-site safety/security of all Chapter team responses, including drills; submits Chapter safety policies, procedures, and plans to the Regional Safety Officer for incorporation into the Regional Safety Plan.
In a CERT Chapter-only deployment, or when the CERT Chapter is the lead responding agency, the Chapter Safety Officer reports directly to the CERT Incident Commander to monitor incident operations and to advise Incident Command on all matters relating to operational safety, including the health and safety of CERT personnel and other volunteers operating with CERT. Specific responsibilities and duties during the incident are as described in 2.2.11 Regional Safety Officer. In a Region-wide deployment the Chapter Safety Officers serve on the staff of the Regional Safety Officer and relieve in rotation the Incident Safety Officer in multiple-operational period incidents.
[bookmark: _Toc319097374]2.3.12 Team Leaders and Teams
In keeping with the NIMS/ICS organizational guidelines for span of control, each Chapter should assign Team Leaders, with not less than four nor more than seven members on each team. Ideally, teams should train together during exercises so that members of individual teams become familiar with working together, and each time should have at least one member who is First Aid/CPR/AED trained and one who is a licensed Radio Amateur. A third member of each team should be designated as Team Scribe to keep all team documentation while deployed or training. We consider four to be the optimal sized team so that each team consists of a Team Leader, a communicator, a scribe, and a medic.
When Chapters become sufficiently large, “specialist” teams should be developed that specialize in Fire Suppression, Search and Rescue, Medical, and other specialties as the need becomes recognized.
[bookmark: _Toc319097375]2.4 CERT Incident Command Structure
The Incident Command System (ICS) structure for CERT incidents and events follow the NIMS/ICS structure. Figure 3 illustrates the CERT ICS structure. Refer to your CERT basic course instruction manual for details.
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[bookmark: _Toc319097492]Figure 3. Typical CERT Incident Command System Structure
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The Mid-Ohio Valley Regional CERT program is rapidly becoming one of the most active and respected CERT program in the state. This has been achieved due to the dedication and commitment of our members, who continually strive to be a resource to the Mid-Ohio Valley communities.
You represent the CERT program to new members, to the public, and to those to whom we render our services. It is important to portray a positive image.
All violations will be thoroughly investigated. During the investigation process, involved members will be temporarily suspended from all CERT activities, pending the outcome of the investigation. Said members will be notified as to their status with the CERT program by the CERT Coordinator. Progressive discipline includes, but is not limited to, counseling, written notice, and restriction of involvement with the MOVR CERT program to CERT community meetings, chapter trainings, and refreshers.
As a volunteer with the MOVR CERT program, you are expected to comply with the following: 
	1.	Dial 911 for all emergencies first.
	2.	Know that you are not a Firefighter, EMT, or Law Enforcement Officer. You have no legal authority. You are trained to function as an extension of the emergency services response to catastrophic disasters, when such circumstances exist or when directed by emergency services officials.
	•	When disaster occurs, your first responsibility is to ensure your own safety and the safety of your family.
	•	After your family is taken care of, you can respond to join with other CERT members. 
	•	You may not respond to any incident scene (self-deploy) without being specifically directed to do so. You may, however, report to a designated Staging Area to await assignment.
	•	This does not prevent you from taking appropriate action consistent with your training in the event an emergency occurs in your presence or in your neighborhood, or at your place of business.
	3.	Do not self-deploy to local events (fires, accidents, etc). Only the Call-Out Teams that are requested by MOVR CERT leadership may respond. MOVR CERT ALERT Messages (WVREDI, email, Facebook, Twitter, radio, etc.) are not official instructions or authorization to take action.
	4.	Stay within the scope of your training. You have been trained under the curriculum of FEMA’s Community Emergency Response Team program. Confine your actions to those guidelines and stay within the scope of your training and certification.
	5.	Bring or wear your personal safety equipment: helmet (no baseball hats except when assigned to the Command Center), vest, dust mask, goggles, gloves (rubber/latex and leather), sturdy shoes, long pants, flashlight (with extra batteries), bottled water, non-perishable food, and a set of the CERT forms. Bring any other items you feel appropriate. Absolutely no shorts, sandals, or open-toed shoes are allowed (except for meetings and non-hazardous training).
	6.	Confine your actions to your physical and resource limitations when responding as a member of CERT. Such limitations may be determined by, but not limited to, equipment available, physical abilities, knowledge, authority, and hazards.
	7.	Conduct yourself with professionalism, dignity, and pride, and act appropriately and responsibly at all times while assisting others. 
	8.	Treat fellow team members, visitors, other volunteer program participants, guests, and property with respect and courtesy.
	9.	Be sensitive to the diversity of team members and those we assist.
	10.	Direct anyone who is looking for official statements from MOVR CERT to the Regional Public Information Officer (PIO), the MOVR CERT Regional Coordinator, or your County Chapter Coordinator or PIO.
	11.	Respect the privacy of persons served by MOVR CERT and hold in confidence, all sensitive, private, and personal information.
	12.	Keep MOVR CERT leadership informed of any progress, concerns, or problems with tasks which you have been assigned.
	13.	Partake of no alcohol while responding as CERT and do not report for duty while under the influence of alcohol or drugs. (If you have consumed any kind or amount of intoxicant within the previous eight hours, you are considered under the influence.)
	14.	While responding to CERT incidents you are forbidden to carry guns, knives, sticks, or other weapons. (You can have multipurpose tools, pliers, screwdrivers, wrenches, etc.). You have been trained for immediate disaster response and there is no need, place, or legal authorization for you to carry or use any of the above. To do so will jeopardize your own safety and the continued existence of the CERT. (Note: Members possessing a valid and current state-issued CCW license are not prohibited from carrying in accordance with the terms and restrictions of that license. Standard utility and/or pocket knives are not considered weapons for the purpose of this policy. Legal self-defense sprays, such as pepper spray, are also authorized.)
	15.	You may not authorize the use of, or use for the benefit or advantage of any person, the name, emblem, endorsement, services, or property of the MOVR CERT program without the approval of the MOVR CERT Regional Coordinator.
	16.	You may not accept, or seek on behalf of any other person, any money or gifts offered as a result of your affiliation with the MOVR CERT program.
	17.	You may not use your participation in CERT to promote any partisan politics, religious matters, or positions on any issue, nor may you promote such at any CERT event.
	18.	You must avoid inappropriate conduct, both on- and off-duty, that would jeopardize program effectiveness. Such behavior includes, but is not limited to, the following:
	•	Offensive or profane language or gestures
	•	Public criticism of a CERT team member, its leaders or the CERT program
	•	Jeopardizing another team member’s safety.
All CERT members adhere to these same standards in the course of their duties.
[bookmark: _Toc319097377]4.0 Equipment
[bookmark: _Toc319097378]4.1 Minimum Required CERT Equipment
Keeping and maintaining your CERT equipment is your responsibility. The items below are required, especially for a call-out. 
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	· CERT ID (required for call-outs)
· Long Pants
· Sturdy Shoes (absolutely no open-toed
or canvas shoes allowed for deployment; 
tennis shoes are acceptable for drills only)
· Vest
· Helmet (hard hat)
· Dust Mask
· Goggles / Safety Glasses
· Rubber/latex Gloves
· Leather Gloves
· First Aid kit
· Whistle (for signaling) 
· Flashlight (with extra batteries)
· Gas / Water Wrench
· Bottled Water
· Non-perishable Food
· Pen(s) / Pencil(s)
· Set of CERT Forms
· Code of Conduct


[bookmark: _Toc319097379]4.2 Recommended Additional Items
	· WVREDI ID Card
· Thumb Drive w/ personal information
· Tri-fold Cheat Sheet
· Duct Tape
· Caution Tape
· Triage Tape
· Knife (folding or pocket)
· Sturdy scissors
· Multi-Tool
· Crowbar
· Pens / Graphite Pencils
· Lumber Crayons 
· Markers / Sharpies 
	· Water Impermeable Notebooks
· Hat (for indoor or staging area only)
· Hardhat Headlamp
· Poncho / Rain Gear
· Extra Socks
· Ear Plugs
· Carabiners
· Rope or Straps
· Sun Block
· Antiseptic Hand Cleaner
· Cell Phone
· FRS/Amateur Radio
· Hand-Held GPS
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[bookmark: _Toc319097380] 4.3 Additional CERT Equipment & Clothing
After being in CERT for a while, you may determine that you require additional equipment partially for your own comfort, and partially you need it to do a better job, or you may decide to get an optional uniform. (Refer to the section on Uniform Standards.) Below is a list of possible equipment you might add. Also included are some clothing suppliers for pants, jackets, and shirts you might find of value.
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	Cardboard Splints
Triangular Bandages
Gauze rolls
Trauma Pads
ABD 5x9 compresses
Gauze Sponges
Large First Aid Kit
Collapsible Traffic Cones
Flares

	Clean Towels/Rags
CERT All-Weather Field Operating Guide
2-Way Radios 
Batteries for Radios
Blank Assessment Forms
Clip Board
Folding Shovel
Light Sticks
Rope (50’)
Emergency Mylar Blankets


[bookmark: _Toc319097381]4.4 Clothing 
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	Pants with multiple pockets
• LA Police Gear (tactical pants)-Men
www.lapolicegear.com/operator-tactical-apparel.html
• LA Police Gear (tactical pants)-Women
www.lapolicegear.com/511-taclite-womens-pants.html
• 511 Tactical (tactical pants) Men & Women
www.511tactical.com/All-Products/Pants/Tactical-Pants.html
• Tactical Pants Men & Women
www.tacticalpants.com
• Gall’s Men & Women (also boots)
www.galls.com
Rain Suit (vest goes on outside) 
• Dri-Ducks 
www.sportsmansguide.com/net/cb/Dri-Ducks-Hooded-Rainsuit.aspx?a=501762&kwtid=296325
• Construction Gear
www.constructiongear.com/rainsuits.html
• Amazon.com
www.amazon.com/Rugged-Rain-Suit-w-Pants/dp/B0002C9976
Sunscreen shirts 
• SunGrubbies
http://www.sungrubbies.com
• SPF Store
http://www.spfstore.com/SPF-Sun-Protection-T-Shirts-s/1.htm


Some uniform items are available in Parkersburg at Divisions department store, 200 11th Ave. (Division Street at 11th Ave. across from K-Mart), Parkersburg (304) 422-9960. Refer to the Section 5.0 for uniform specifications. (Pants and shirt set cost about $30 at Divisions.)
[bookmark: _Toc319097382]4.5 Equipment Suppliers
These suppliers are NOT endorsed by MOVR CERT, but are provided for convenience only. We welcome your suggestions for other supplies and resources you have found helpful for your CERT kit!
	American EHS, Inc.
www.first-aid-product.com
	Quantum Packs
www.Quantum Packs.com
	Prepare Smart
www.preparesmart.com

	SOS Survival Products
www.sosproducts.com
	ProPac, Inc.
www.cert-kits.com
	Tri-Combined Resources, Inc.
www.tcr-online.com

	Rite in the Rain
CERT notebooks and writing paper
that are rain impermeable.
www.riteintherain.com

ReadyAmerica
Disaster Supplies www.readyamerica.com
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	More Prepared LLC
MorePrepared.com

Red Cross Store
www.redcrossstore.org

	Simpler Life Emergency Provisions
www.simplerlife.com/items.html
	
	


It’s a Disaster: This book provides quick reference with instructional bullets in 2-color format & suggests tips on what people should think about and do before, during and after specific types of scenarios, as well as how to administer basic first aid.
Copies may be downloaded from http://cert-mov-wv.org/pdf/Its_A_Disaster.pdf
[bookmark: _Toc319097383]5.0 Uniform Specifications
Although they are optional, uniforms are highly recommended for all Level 1 members and are recommended for Level 2 members. All members are authorized to wear the casual uniform. Level 1 and Level 2 members are authorized to wear the duty uniform. Only Level 1 members are authorized to wear the dress uniform or bear the metal CERT badge.
Uniforms are a symbol of unity and conformity. They show the public that the wearer is part of a group of people working towards the same goal. From the Boy Scouts of America to the US Military, uniforms show solidarity and pride. 
Groups that have a need to wear a uniform do so for a variety of reasons. Agencies that are directly involved with the public such as law enforcement, EMS agencies, and the like need to present a professional appearance to help instill confidence in the communities that they serve. If you can imagine an agency where every member wore different shirts, pants, or shoes, you can also imagine how much less respect and confidence the public would have in that agency. 
The MOVR CERT uniform lets the public know who we are and, with a little education, what our goal is. Compared with the 132,053 person population[footnoteRef:2] of our six-county service area, our numbers are small, but our abilities are many. It is vital that we show the public at every opportunity that we are organized and professional. Every time a citizen or member of another agency sees a member of CERT, they are evaluating us. The public gauges their confidence in our team by not only what we do but how we look doing it. The fact that our members take the time and expense to wear a common uniform lets the community know we are serious about our work with CERT and that we do not take our “jobs” in CERT lightly.  [2:  Source: US Census Bureau statistics as of 2009.] 

Our “casual” uniforms identify us to the community and to each other as members of the CERT organization.
Our “duty” uniforms portray our purpose in day-to-day operations and training. On some occasions we may be asked to provide help with ceremonies or other high-profile events. Higher profile events can be “happy” events such as a facility dedication, or somber events like funerals.
The higher profile the event, the more important it is to appear professional. When 50 people see us at a special event, 50 people walk away with the memory of CERT members. When those same 50 people see us along with a few cameras from local news outlets, that number jumps exponentially. 
Because of the importance and meaning of some events, MOVR CERT has implemented a “dress” uniform. Having a dress uniform shows the public and other agencies that see us that we support them, and in somber times shows the families of the fallen that we care enough to help them through their most difficult times by honoring their loved ones.
Authorized members who choose to wear the dress uniform should be assembled together when possible, and depending on the event may have the need to be presented separately from members who do not wear dress uniforms. For example, a podium event where the background has uniformed members, the dress-unformed CERT members should be grouped together, the duty-unformed CERT members should be grouped together, and the casual-uniformed members should also be grouped together rather than mixing them all together at random.
[bookmark: _Toc319097384]5.1 Uniform of the Day 
A “Uniform of the Day” may be communicated to members via e-mail when events are scheduled, depending upon the nature of the event. There are three approved uniforms – “Casual,” “Duty,” and “Dress.” Uniforms have a minimum standard for wear as outlined in this section. [Note: the color is referred to in this section as “black,” but a very dark navy blue is acceptable as long as it looks black in normal light.]
[bookmark: _Toc319097385]5.2 Casual Uniform
The casual uniform may be worn by all members for meetings, training, or active deployment, and consists of a forest green or black T-shirt or polo shirt with appropriate pants or shorts (or skirts for female members).
[bookmark: _Toc319097386]5.2.1 Pants or Skirt
When deployed on either an emergency incident or operations-based exercise, 6-pocket cargo pants are strongly recommended, both for their protection and for their convenience for carrying equipment. They may be purchased from any retailer, may be from any manufacturer, and may be any color, though black or dark navy blue is preferred. Depending upon where they are purchased they may be referred to as cargo pants, BDU pants, tactical pants, or 511’s. Long protective pants are required for all emergency deployments, and sturdy jeans are an acceptable alternative to cargo pants. For meetings, outings, discussion-based exercises, or operations-based exercises in a non-hazardous environment (as defined by the Safety Officer or Incident Commander), sturdy shorts are acceptable (but no “short-shorts”). For meetings, group outings, or discussion-based exercises, female members may wear skirts or culottes.
[bookmark: _Toc319097387]5.3.2 Belt
A belt should always be worn if the waistband of the pants has belt loops. Belt buckles that may be considered “offensive” may not be worn at any time.
[bookmark: _Toc319097388]5.2.3 Black or Forest Green T-Shirt or Polo Shirt
Shirts may be from any manufacturer and purchased from any retailer or through the Regional office. Either a black or forest green T-shirt or polo-style shirt is acceptable, with a CERT logo affixed to the left breast area. A large CERT logo affixed to the back is optional. The CERT logo may be a patch, directly embroidered, or screen-printed. The shirt must be worn tucked into the pants, but may be worn outside over a skirt or culottes.
[bookmark: _Toc319097389]5.2.4 Footwear
Black steel-toed boots that cover the ankle are preferred for all field operations, but tennis, cross-training, or hiking-style shoes or boots are acceptable. Sandals or open-toed shoes may only be worn for meetings, outings, classes, or discussion-based exercises, and never for operations-based exercises.
[bookmark: _Toc319097390]5.2.5 Cap
An optional black baseball-style cap with CERT logo is acceptable for events other than operational exercises or actual deployments, which require the safety helmet to be worn (except at the Command Post, where the baseball cap is acceptable). An FCC radio call sign may be affixed above the CERT logo if an active amateur radio license is held by the member.
[bookmark: _Toc319097391]5.2.6 Badge
Level 1 members may wear the optional metal badge (see badge specifications) on the front of the casual uniform, affixed to the belt on the right-hand side of the buckle.
[bookmark: _Toc319097392]5.3 Duty Uniform
The duty uniform may be worn by Level 1 and Level 2 members for meetings, training, or active deployment, and must conform to the following standard.
[bookmark: _Toc319097393]5.3.1 Black 6-pocket BDU-style Pants
Black pants may be purchased from any retailer, and may be from any manufacturer. Depending upon where they are purchased they may be referred to as cargo pants, BDU pants, tactical pants, or 511’s.
[bookmark: _Toc319097394]5.3.2 Belt
Belts must be worn as part of the uniform. The belt will be black and fit in the belt loops of the pants. Leather, nylon, or other material is acceptable, with or without a visible buckle. “Rigger” belts are acceptable provided all attachment rings are secured to the belt. Belt buckles (if any) will not interfere with the wearing of the uniform and not cause a distraction to the overall appearance of the uniform. Buckles must be kept neat and professional.
[bookmark: _Toc319097395]5.3.3 Black T-Shirt or Polo Shirt
Shirts may be from any manufacturer and purchased from any retailer or through the Regional office. Either a black T-shirt or polo-style shirt is acceptable, with a CERT logo affixed to the left breast area. A large CERT logo affixed to the back is optional. The CERT logo may be a patch, directly embroidered, or screen-printed. The shirt must be worn tucked into the pants.
[bookmark: _Toc319097396]5.3.4 Footwear
Black steel-toed boots that cover the ankle are preferred for all field operations; black shoes (tennis, cross training, hiking style) are acceptable. Black dress shoes (preferably laced oxford-style rather than loafers) are acceptable for non-field events. Black socks must be worn if they are visible above the shoe tops.
[bookmark: _Toc319097397]5.3.5 Cap
An optional black baseball-style cap with CERT logo is acceptable for events other than operational exercises or actual deployments, which require the safety helmet to be worn (except at the Command Post, where the baseball cap is acceptable). An FCC radio call sign may be affixed above the CERT logo if an active amateur radio license is held by the member.
[bookmark: _Toc319097398]5.3.6 Badge
Level 1 members may wear the optional metal badge (see badge specifications) on the front of the duty uniform, affixed to the belt on the right-hand side of the buckle.
[bookmark: _Toc319097399]5.4 Dress Uniform
The dress uniform may only be worn by Level 1 members, and is for meetings, discussion-based exercises, or special events. Requirements for each garment are listed below.
[bookmark: _Toc319097400]5.4.1 Black 6-pocket BDU-style Pants 
Pants may be purchased from any retailer, and may be from any manufacturer. Depending upon where they are purchased they may be referred to as cargo pants, BDU pants, tactical pants, or 511’s.
[bookmark: _Toc319097401]5.4.2 Belt
Belts must be worn as part of the uniform. The belt will be black and fit in the belt loops of the pants. Leather, nylon, or other material is acceptable, with or without a visible buckle. “Rigger” belts are acceptable provided all attachment rings are secured to the belt. Belt buckles (if any) will not interfere with the wearing of the uniform and not cause a distraction to the overall appearance of the uniform. Buckles must be kept neat and professional.
[bookmark: _Toc319097402]5.4.3 Shirt
The shirt is a black 2-pocket short-sleeved (summer) or long-sleeved (winter) uniform shirt with epaulettes, and may be of any manufacture and purchased from any source.
An embroidered American flag patch (B, figure 4) is worn centered on the right sleeve approximately one inch below the seam. An embroidered CERT patch (A) is affixed centered, immediately below, and touching the flag patch. Optionally, on the left sleeve the embroidered patch (G) of an affiliated organization (such as a search and rescue or amateur radio organization, fire department, rescue squad, Project Lifesaver, etc.) may be worn, centered on the sleeve approximately one inch below the seam. Currently-certified paramedics and EMTs may wear an embroidered patch with that designation on the left sleeve in place of or below the affiliated organization patch. A first aid, CPR, AED, or combination patch may also be worn on the left sleeve either alone or beneath the affiliated organization patch.
A silver name tag (C) with the member’s last name or last name and first initial is worn centered either touching or within one-eighth inch above the right breast pocket. A flag pin and/or appropriate additional certification pin(s) may be worn centered above the name tag.
For officers, a silver-colored rank insignia pin (D) is worn centered on each collar tab arranged so the bottom of the device points toward the point of the collar. If an undershirt is worn, it must be black in color.
When worn, the optional metal CERT badge (E) is affixed centered above the left breast pocket. The officer’s or licensed radio amateur’s functional insignia (F) is worn immediately below, or in place of, the CERT badge, above the pocket if space permits; otherwise it is worn high on the left breast pocket flap.
[image: ]
[bookmark: _Toc319097493]Figure 4. Dress Uniform Shirt
[bookmark: _Toc319097403]5.4.4 Necktie
When the long-sleeved shirt is worn, a black clip-on (for safety reasons) necktie with an appropriate tie clasp or tie tack is required.
[bookmark: _Toc319097404]5.4.5 Footwear
Black boots or shoes capable of taking a shine are preferred, but tennis, cross training, or hiking style boots or shoes are acceptable. Black socks must be worn if they are visible above the shoe tops.
[bookmark: _Toc319097405]5.4.6 Cap
An optional black baseball-style cap with CERT logo is acceptable for events other than operational exercises or actual deployment which require the safety helmet to be worn (except at the Command Post, where the baseball cap is acceptable). An FCC radio call sign may be affixed above the CERT logo if an active amateur radio license is held by the member.
[bookmark: _Toc319097406]5.5 Rank and Function Insignia
The following table illustrates the rank insignia to be worn on both collars and the function insignia to be worn on the left breast (between the pocket and the badge if space permits, otherwise high on the pocket flap) of the dress uniform. Insignia may also be affixed to the front of the cap or helmet, and may be worn with or without the full uniform.
	Rank Insignia Devices
	Functional Insignia Devices

	Regional Coordinator
	[image: ]
	Operations Chief
	[image: Operations-Small]

	Deputy Regional
Coordinator
	[image: ]
	Planning Chief
	[image: PlanningSmall]

	Regional Section Chief
or Coordinator’s Staff
	[image: ]
	Logistics Chief
	[image: LogisticsSmall]

	Chapter Coordinator
	[image: ]
	Administration
Chief 
	[image: Admin-FinanceSmall]

	Deputy Chapter
Coordinator
	[image: ]
	Public Information Officer
	[image: PIO_Small]

	Chapter Section Chief
or Coordinator’s Staff
	[image: ]
	Communications Group Leader
	[image: COML-Small]

	Team Leader
	[image: ]
	Chaplain
(pick one)
	[image: ]

	
	
	Licensed Radio
Amateur 
	[image: ]


Insignia are available from usmilitarystuff.com, badgeandwallet.com, galls.com, uniforms-4u.com, medalsofamerica.com, and others, and may be purchased from any source.
[bookmark: _Toc319097407]5.6 Badge Specifications
Badges may be worn only by Level 1 members, but are totally optional. When worn they should comply with these specifications.
To design your badge, go to smithwarren.com/visualbadge.html and enter “S182” in the Search by Model # field, then press Enter. Complete the design form using the following specifications. When your design is complete, you can order your badge from Galls.com by calling 800-477-7766 (you can’t order custom badges online).
[image: BadgeSpecs]
	1.	Badge Style: S182
	2.	Finish: Rhodium Electroplate
	3.	Font Type: Block
	4.	Back: Shell
	5.	Line 1: Your last name or first initial and last name
	6.	Line 2: MID-OHIO VALLEY	
	7.	Seal: WVM (West Virginia Multi-color)
	8.	Text Separator: None
	9.	Line 3: REGIONAL CERT
	10.	Line 4: Your county name in all capital letters
	11.	Enamel Type: (Soft) Regular
	12.	Enamel Color: Black
	13.	Attachment: Pin & Safety Catch
	14.	Badge Shape: Curved
[bookmark: _Toc319097408]5.7 Non-Uniform Dress and Conduct Standards
Any time we are gathered as a CERT organization or are wearing any form of identification or article of clothing that may identify us as CERT members, we are subject to public scrutiny, and members of our community may judge both us and our organization, either favorably or unfavorably, by our actions and apparel. At no time when you are identifiable as a member of MOVR CERT should you wear any article of clothing or engage in activity or conversation that would bring discredit to our organization.
As stated in the Code of Conduct, you must at all times avoid inappropriate conduct or conversation that would jeopardize program effectiveness. Such behavior includes, but is not limited to:
· Offensive or profane language or gestures; 
· Public criticism of a CERT team member, CERT leader(s), or the CERT program in general;
· Public criticism or defamation of, or crude reference to, any person’s ethnicity, religious preference, sexual orientation, or political persuasion;
· Public intoxication or disorderly conduct;
· Unlawful activity of any kind.
This includes wearing T-shirts, sweatshirts, belt buckles, patches, etc. with offensive or profane language or symbols, or affixing offensive or profane bumper stickers to any vehicle bearing a CERT decal.
Violation of this standard may be grounds for disciplinary action up to and including dismissal from the CERT program.

[bookmark: _Toc319097409]6.0 Communications
Cell phones and land-based telephone service (“land lines”) will most likely not be available during and after a disaster. As a result, MOVR CERT Emergency Response Plans include the use of mobile and portable, battery-powered, two-way radios in the FRS (Family Radio Service) and Amateur Radio Service to communicate between the CERT Command Post, CERT field teams, emergency response teams, and the surrounding communities.
Mid-Ohio Valley Regional CERT is a function of the Mid-Ohio Valley Health Department Threat Preparedness unit, and is not affiliated with any city or county government agency. This document provides information and guidelines for conducting emergency communications as a member of CERT, and is not part of the official government Emergency Operations Plan for any of the counties served by these CERT teams.
A radio operator at the CERT Command Post (which may or may not be a part of the Incident Command Post, Area Command Center, or Emergency Operation Center) will be listening, recording, responding to, and relaying all important communications and help requests on the following frequencies (see “MOVR CERT Regional Frequency Plan” for details and additional frequencies):
	FRS Radio:	Channel 2 (Alternate: Ch 12)
	Amateur Radio:	Rx 147.255, Tx 147.255, PL off (for Operations Direct use simplex)
[bookmark: _Toc305890400][bookmark: _Toc319097410]6.1 FRS/GMRS Radio Features and How to Use Them
This section will explain how to use the FRS (Family Radio Service) radios that will be the backbone of our CERT communications during drills and any real disaster. Licensed radio amateurs who are part of our CERT teams will utilize both FRS and Amateur Radio frequencies. When specifically authorized by Incident Command, Area Command, or the Emergency Operations Center, the government emergency service frequencies listed in Appendix C may also be used by our CERT teams.
You may encounter several unfamiliar abbreviations and technical terms in this section. The first time that uncommon abbreviations are used they will be defined. Other unfamiliar terms are defined and/or explained in the “Communications Glossary,” below. When you see something like “FRS” written in this manual and say to yourself “What the heck are they talking about?” have a look there. However this FRS thing needs to be explained so we know what we are talking about up front, so here goes:
[bookmark: _Toc305890401][bookmark: _Toc319097411]6.1.1 What is an FRS Radio?
An “FRS radio” is a small, hand-held, two-way radio (it both transmits and receives) which is normally used by families and friends for ski trips, hiking, football games, amusement parks, talking from one car to another when caravanning, etc. in order to stay in touch.
Pairs of these radios are often sold in stores in bubble packs. FRS radios are often sold with GMRS (General Mobile Radio Service) capabilities and we will refer to them as FRS/GMRS radios. More details about this are under the headings “Changing and Setting Channels,” “Radio Regulations,” and “The FRS, GMRS, and the Amateur Radio Services.”
[bookmark: _Toc305890402][bookmark: _Toc319097412]6.1.2 Battery Packs and Batteries
[bookmark: _Toc305890403][bookmark: _Toc319097413]6.1.2.1 Types
Most FRS radios come with “battery packs” which contain rechargeable batteries that can be used over and over again. They are usually charged by using a tabletop charging stand which is included with your radio purchase. With most of these radios you can remove the battery pack and substitute regular alkaline batteries, either AA or AAA size; be sure to check which before you buy extras and always get alkaline, not heavy duty, batteries. Always remove batteries from a radio which will not be used again for more than 6 months.
Batteries are marked with plus (+) and minus (-) ends. The plus end has a small bump and the minus end is flat. It is essential to look carefully to be sure that they go in the correct way as shown by the + and – in the battery receptacle.
[bookmark: _Toc305890404][bookmark: _Toc319097414]6.1.2.2 Charging a Rechargeable Battery Pack 
Most radios just drop in to the table-top charger with the radio’s battery pack inside. The radios need to slip all the way in to make contact with the charging terminals. If they don’t slip all the way in and turn on the “charging” light, you may have them in backwards.
For some FRS radios you need to un-snap the latch and remove the battery cover (usually on the back). If the rechargeable batteries are individual batteries, they need to be inserted into a battery charger for single batteries. Do not leave your radio in the charger for more than 8 hours. It will slightly damage the batteries if they are left in the charger for long periods.
[bookmark: _Toc305890405][bookmark: _Toc319097415]6.1.2.3 Extending Battery Life 
Always turn your radio completely off when not using it (don’t just turn down the volume). Limit transmissions to essential exchanges. Just in case your batteries go dead, be sure to carry plenty of spare batteries with you. When you are deployed, you should be carrying a minimum of two sets of spare batteries on your person. Remove batteries for extended radio storage (more than 6 months) to avoid leakage damage to your radio. 
[bookmark: _Toc305890406][bookmark: _Toc319097416]6.1.3 Volume Control and On/Off Switch 
There is usually a volume control knob which has a “detent” (a little bump-like feel) which tells you when it is on or off. If there is no volume knob, you have to go into your radio’s menu and find the volume adjustment (sometimes called audio gain). The volume should be a little on the loud side because it makes it easier to hear weak signals, but if you turn it way up it may cause distortion of the sound.
[bookmark: _Toc305890407][bookmark: _Toc319097417]6.1.4 Changing and Setting Channels in Memory 
[bookmark: _Toc305890408][bookmark: _Toc319097418]6.1.4.1 Setting a Channel
The usual procedure involves pressing your radio’s MENU, MODE, or SELECT button which causes a large number in its LCD (liquid crystal display) display window to blink. Then press the up (+) or down (-) buttons and follow that channel number as seen in the window. [Refer to the owner’s manual that comes with your particular radio.] On the most common radios (Motorola, Midland, Cobra, etc.) the channels 1-14 may be used by unlicensed operators as long as low power (0.5 watts or less) is used. Some FRS radios have only these channels and only allow low power. 
If you obtain a GMRS license (see Radio Regulations, below) you may use all channels 1-22 and use up to 50 watts on channels 8-22 (see the chart immediately below). 
Most (but unfortunately not all) of the FRS and FRS/GMRS radios (Motorola, Midland, Cobra, etc.) use the same channel numbers for the same frequencies as all the other such radios. What is important is the frequency, not the channel. The chart below shows what channel is set to what frequency from the popular Motorola Talkabout’s Instruction Manual. In this section we will be giving some channels for you to use for our CERT communications. We will always give you Motorola Talkabout channel, followed by the frequency in parentheses. We use the channel numbers for simplicity because most radios use this channel plan and it is easier to follow for most of us. However, each of you should find the chart for your radio and make sure that channels 1-14 are the same as this one. If so, you can follow the channel numbers we give. If it is not the same, find the frequency after the Motorola Talkabout channel we give (in parentheses, with “MHz” after it), see what channel your radio uses for that frequency, and use that channel. Remember that the channels marked “GMRS*” require a license to use them on high power. (Many GMRS radios are also equipped to work with a repeater, but we will not use them for CERT.)
	

Channel
	Type
	Frequency
	
	Channel
	Type
	Frequency

	1
	FRS
	462.5625 MHz
	
	12
	FRS
	467.6625 MHz

	2
	FRS
	462.5875 MHz
	
	13
	FRS
	467.6875 MHz

	3
	FRS
	462.6125 MHz
	
	14
	FRS
	467.7125 MHz

	4
	FRS
	462.6375 MHz
	
	15
	GMRS1*
	462.5500 MHz

	5
	FRS
	462.6625 MHz
	
	16
	GMRS2*
	462.5750 MHz

	6
	FRS
	462.6875 MHz
	
	17
	GMRS3*
	462.6000 MHz

	7
	FRS
	462.7125 MHz
	
	18
	GMRS4*
	462.6250 MHz

	8
	FRS
	467.5625 MHz
	
	19
	GMRS5*
	462.6500 MHz

	9
	FRS
	467.5875 MHz
	
	20
	GMRS6*
	462.6750 MHz

	10
	FRS
	467.6125 MHz
	
	21
	GMRS7*
	462.7000 MHz

	11
	FRS
	467.6375 MHz
	
	22
	GMRS8*
	462.7250 MHz

	
	
	
	
	* GMRS license required for high power


[bookmark: _Toc305890409][bookmark: _Toc319097419]6.1.4.2 Locking (Programming) Channels Into Memory
Some, but not all, FRS and FRS/GMRS radios have a memory to lock in the channel and other settings so that accidentally pushing a button doesn’t mess up your settings. When we are doing a drill, or if there is a real emergency, you should lock your radio on the assigned channel number for the duration of the event. Usually you need to adjust the radio to the desired channel, then using the menu (different on almost all sets, so check your owner’s manual), pick that channel number for the memory slot and then push your Mode or Select button. To lock it in, see Locking the Keypad Settings, below.
[bookmark: _Toc305890410][bookmark: _Toc319097420]6.1.5 Transmit Button 
The Transmit Button, also called the PTT (Push-To-Talk) Button, is the large button (usually) on the side of a portable two-way radio, also called an HT (handy-talkie). When the PTT (Push-To-Talk) button is held down, the radio transmits and when released, it receives. Sometimes the PTT button is used to capture what has been changed after using the Menu to alter your settings (refer to your owner’s manual).
[bookmark: _Toc305890411][bookmark: _Toc319097421]6.1.6 Setting the Transmit Power Level
In all FRS radios the power is preset at ½ watt. If your radio is an FRS/GMRS it will usually have a high-low power switch for the GMRS channels. That choice is also commonly a “Hi-Lo” button on the front of the radio or it is one of the Menu/Mode/ Select options. Radios vary quite a lot as to how they do this. You need to check this in your radio’s owner’s manual.
[bookmark: _Toc305890412][bookmark: _Toc319097422]6.1.7 Setting Privacy Codes
It is recommended that you do not use privacy codes for emergency communications because it leads to unknowingly interfering with others using the frequency. We will not use privacy codes for CERT activities.
Privacy codes (also called Interference Eliminator Codes, CTCSS tones, or PL [private line] tones) are used to block incoming transmissions which do not contain the exact tone (a frequency so low you can’t hear it) which your radio is programmed to accept. This avoids being bothered by incoming calls that are not intended for you. Setting privacy codes is accomplished on most radios by pushing your MENU, MODE, or SELECT button and then scrolling by pushing the button one or more times. It is usually the second largest number on your screen and when you are in the right mode to change it, it blinks. Then push the UP (+) or DOWN (-) buttons to reach the number you want.
Usually you then push the PTT (push-to-talk) button to set that channel, but radios vary on how their menus work so check your owner’s manual.
[bookmark: _Toc305890413][bookmark: _Toc319097423]6.1.8 Squelch and Monitor Controls
[bookmark: _Toc305890414][bookmark: _Toc319097424]6.1.8.1 The Squelch Button or Knob
The squelch is a circuit in the radio receiver which turns the sound off (squelches it) until it hears a moderately strong signal. If that squelch were not there, you would hear a constant and annoying hissing sound most of the time. Many FRS and FRS/ GMRS radios have a built-in preset squelch circuit which does not need adjusting. A few have a squelch knob which is adjusted by turning it slowly up to just barely past where the hissing sound (static) goes away.
[bookmark: _Toc305890415][bookmark: _Toc319097425]6.1.8.2 The Monitor or Moni Button
The squelch circuit may keep the sound (audio) turned off if only a weak signal is being received. So if you want to check to see if there is someone calling you with a weak signal, or if you are receiving a weak signal that is cutting in and out, or if you want to make sure the frequency is not in use before you transmit, press the Monitor (Moni) button to temporarily turn off the squelch circuit. Also, if you do use a Privacy Code, always check to see that a channel is not already in use by holding down the Moni button for a few seconds before your first transmission.
[bookmark: _Toc305890416][bookmark: _Toc319097426]6.1.9 Locking the Keypad Settings
It is easy to accidentally push a button and mess up all your carefully made settings. To avoid that, most radios have a lock mode. Usually you have to push the Menu/Mode/Select button, hold it down for several seconds, and then a beep sounds and a small padlock icon appears on your LCD screen. Then you cannot change the settings unless it is unlocked. To unlock it, push and hold the Menu/Mode/Select button again until it beeps and the padlock icon goes away. 
[bookmark: _Toc305890417][bookmark: _Toc319097427]6.1.10 Ring Alert or Call Key
The ring alert or call key sends out a ring tone (often several are available) to make the person receiving the tone notice that they are being called. For some it is annoying and we usually turn them off for emergency communications.
[bookmark: _Toc305890418][bookmark: _Toc319097428]6.2 Radio Regulations
[bookmark: _Toc305890419][bookmark: _Toc319097429]6.2.1 The Federal Communications Commission
The Federal Communications Commission (FCC) is an independent United States government agency created, directed, and empowered by Congressional statute. It is charged with regulating all non-Federal Government use of the radio spectrum including radio and television broadcasting and all US telecommunications. Some understanding of the role of the FCC is important to CERT communicators because of its role in regulation, licensing, monitoring, and enforcement of radio laws and regulations. This section will explain the important rules governing the FRS and FRS/ GMRS radios that you need to know.
[bookmark: _Toc305890420][bookmark: _Toc319097430]6.2.2 The FRS, GMRS, and Amateur Radio Services
In this manual we deal with three FCC-created radio communications services: the Family Radio Service or “FRS”, the General Mobile Radio Service or “GMRS,” and the Amateur Radio Service (“ham” radio service).
An FRS radio is all you need for CERT activities. It requires no license and is allocated 14 UHF (ultra-high frequency) channels. The radios with only FRS are small, put out no more than ½ watt, and cost about $15-30.
Use of an FRS/GMRS radio on high power requires a FCC license which costs $85; there is no examination. The radios are larger, can put out up to 5 watts on 16 GMRS UHF channels, and cost about $30-80. GMRS “bubble pack” radios that you buy in most stores also include the FRS channels. Mobile GMRS radios may put out up to 50 watts. You do not need to buy a radio that includes GMRS power and channels for CERT use. However, if you can afford BOTH the license and the more expensive FRS/GMRS radio you should consider buying one because the extra power allows these radios to transmit over a somewhat greater distance. That will be helpful particularly if you use the radios for outdoor recreational activities (hiking, skiing, fishing, boating, or car-to-car communications when caravanning). If you want such a radio you can use it in CERT exercises and during an emergency, but without a GMRS license you cannot legally use the exclusive GMRS channels 15-22 (Motorola plan) or more than ½ watt power.
To obtain information and purchase your GMRS license, you should access the FCC (Federal Communications Commission) online at www.FCC.gov or by phone at 888-CALL-FCC or 877-480-3201. Or you may e-mail the FCC for licensing help at: ulshelp@fcc.gov.
Amateur (“Ham”) Radio operation requires an FCC license which is obtained by taking a written test covering FCC rules, operating procedures, and radio/ electronics theory, but no longer has any Morse code requirement. Hams can use many different kinds of radio equipment and higher power, which allows them to communicate around the world by radio. Hams have always been heavily involved in emergency communications. We badly need more amateur radio operators (“hams”) for our CERT communications, and we will help you get your FCC license.
[bookmark: _Toc305890421][bookmark: _Toc319097431]6.2.3 Operating Practices and Regulations
No intentional interference with another radio station is allowed. The channels used by FRS and GMRS are all shared on a “party line” basis. That means whoever is there first can use that frequency (another term for channel) until they are done; then you can use it. It is important to listen before transmitting on the channel you are about to use. If that channel has a “privacy code” set on your radio you must push the Monitor (Moni) button before listening for others using the same channel so that you don’t interrupt ongoing communications. Also, don’t hog a channel just because you got there first.
Emergency communications always have precedence, so that if there is an non-emergency conversation on a channel and you need to deal with a life- or property- threatening situation, the channel should be given up to you. Most FRS and GMRS users don’t understand that. If you encounter resistance explain the rule and the nature of your emergency traffic, and most users will release the channel.
It is not true that the FCC rules allow the use of GMRS frequencies and power by an unlicensed operator during a disaster or emergency situation, even if there is risk to life or property. 
Broadcasting is making one-way transmissions of music, news, etc. Except for very few exceptions, broadcasting is authorized only for the stations on AM, FM, and satellite radios and TV stations. Do not use FRS/GMRS radios for broadcasting. You always must be talking to another station.
No obscenity or swearing is allowed. Do not talk to people who break these rules. Ignoring them makes them stop. 
GMRS, FRS, and Amateur radio services do not permit business use of the frequencies.
[bookmark: _Toc305890422][bookmark: _Toc319097432]6.3 Proper Use of Your Radio in CERT Activities
[bookmark: _Toc305890423][bookmark: _Toc319097433]6.3.1 Holding Your HT
The radio should be about 2-3 inches from your mouth and not right up against your mouth. Every radio is different and you should test your own to see what distance is best by having another person listen to you from a few hundred feet and reporting back what sounds best.
Your radio should be turned 30-45 degrees from your face so “gusts” of air from your mouth slide by. This increases the intelligibility of your transmissions. 
Keep your antenna pointing almost straight up. Radios work better if the transmitting and receiving antennas are parallel to each other. Keep your antenna from touching anything, especially metal. It robs power from the signal.
Do not put your antenna right up against your body, particularly your head. Keep it three or more inches away. There are concerns that there may be negative health effects from allowing your antenna to be to close to your head, plus it saps power from your signal. Do not use your radio when close to a pacemaker.
[bookmark: _Toc305890424][bookmark: _Toc319097434]6.3.2 Speech
Always speak in a normal voice. 
Speaking too loudly or too close to your radio or microphone causes distortion; speaking too softly or too far away from your radio or microphone makes it hard to hear the weak sound. 
Use plain English (avoid 10-codes, Q-codes, or radio jargon).
Speak slowly and enunciate clearly, especially is there is difficulty getting through. 
Use phonetics if necessary to be understood (see Section 5.6 for a phonetic alphabet and number pronunciation).
Avoid areas with a lot of background noise (near a busy road, near a generator). 
[bookmark: _Toc305890425][bookmark: _Toc319097435]6.3.3 Operating Practices
Before transmitting make sure that the frequency (channel) you want to use is clear by listening for a few seconds BEFORE using it (with the Moni button depressed). 
Each new series of transmission should start by stating who you are calling followed by your personal or tactical call sign (e.g., “CERT Command, Unit 364” or “Communications, this is Search Team Alpha).  The use of “this is” or “from” is optional.
The response should be, “364, CERT Command” or “Search Team Alpha, Communications.”
To acknowledge receipt of communication, say “copied” or “received” or “understood.”) To acknowledge receipt of a specific instruction, you may alternatively use “wilco” (for “will comply”).
After the first exchange, you do not need to repeat who you are calling and who you are unless radio conditions are difficult and identification is required for purposes of making sure each station knows with whom they are communicating. If copying (understanding) the transmissions is difficult, spell out words by using the approved phonetic alphabet.
When you are talking on the same channel at the same time as another person it is called “doubling.” Sometimes doubling is caused by another person who cannot hear you and thinks the frequency is clear; more often it is because the person you are speaking to thinks that it is their turn to transmit, doesn’t know you are also transmitting, and thinks you are hearing what they are saying. If communication is under difficult conditions, you may clarify that it is the other person’s turn to talk by saying “over” or “go ahead” at the end of your transmission. 
In communications involving more than two stations always indicate who should transmit next by saying “go ahead Communications Center” or “over to you Search Team Alpha.”
When concluding a series of transmissions say “clear.” (“Over and out” is only for the movies.)
[bookmark: _Toc305890426][bookmark: _Toc319097436]6.3.4 Radio Jargon
There are some commonly-used words while talking on any kind of two-way radio. Some are so well known by the public (and most make good sense) that we will use them in our CERT work. However, we should avoid using 10-codes (like 10-4) and amateur radio Q-Codes (like QSL) because many people do not know them. The most common radio terms we will use for CERT operations include:
	•	“Go ahead” means “I am done with my transmission, you go ahead and start talking now.” Sometimes one substitutes “go” or “over” for variety.
	•	“I copy,” “I read you,” or “understood” means “I heard you and I understood all of it.” If you missed part of the transmission, say so.
	•	Instead of “yes” and “no” use “affirmative” and “negative.” (When used, “roger” means “I heard you” — it does not mean “affirmative.”)
	•	“Stand by” means “please wait and do not transmit until I tell you to.” The reply should be “standing by.” 
[bookmark: _Toc305890427][bookmark: _Toc319097437]6.3.5 Coordinating Speech with the Transmit Button
One of the most common errors in two-way radio is “clipping” off the first or last word of a transmission because of incorrect use of the PTT button. It is essential to learn to consciously wait for one or two seconds before you begin talking after pushing the PTT button. Similarly, at the end of your transmission always remember to stop talking and then wait one or two seconds before letting up on the PTT button. 
[bookmark: _Toc305890428][bookmark: _Toc319097438]6.4 How to Get the Most out of Your Portable Radio
[bookmark: _Toc305890429][bookmark: _Toc319097439]6.4.1 Line-of sight 
In order to make these radios work efficiently you must pay attention to this information. We believe that it may be the most important topic in this section.
Radio transmissions using UHF frequencies travel by what is called “line-of-sight.” That means that if you can see the person you want to talk to your radio will probably work. However, if something is in the way, the signal will drop off or disappear. Things like hills, buildings, metal objects, dense foliage, and the curvature of the earth are common things that block UHF radio waves. Therefore the “ranges” given on the packages of FRS/GMRS radios in stores are misleading. These ranges are determined by using two stations both on elevated points with nothing between them.
First of all, if you do not have a GMRS radio license and need to use the lower power FRS radio, you should not expect to get the advertised range, because that range is for the GMRS power level (ten times more power than the half watt allowed for FRS). Also, the most important factor in getting a good transmission is to avoid the obstructing objects mentioned above changing your location. Often that means getting out from behind a structure, climbing a small hill, or moving out of a very leafy area to get a clearer “path” to the person you are trying to talk to.
If you are having trouble communicating, both stations should try different locations and ask for “readability” reports then go back to where you got your best report.
Use the following “readability” indicators:
1 =	not heard at all or not well enough	3 =	little difficulty understanding
	to be reliable	4 =	heard with no difficulty
2 =	heard with difficulty	5 =	perfectly understandable
[bookmark: _Toc305890430][bookmark: _Toc319097440]6.4.2 Relaying 
When one station is too far away to reach another station that they want to talk to, it is possible to pass information by using a relay station. We expect to use this method in CERT disaster communications. What is done is that a third station, somewhere in the middle that can talk to and hear both of the first two stations, receives messages and passes them back and forth. Often this relay station will be located at a high point (hill or building) which can be seen by others at lower levels. 
[bookmark: _Toc305890431][bookmark: _Toc319097441]6.4.3 Pausing between transmissions
It is a good idea to pause for 2-3 seconds between all transmissions, particularly during a drill or actual emergency. This allows time for another station with emergency traffic to make that known. If you need to use an already-occupied radio channel to exchange a message which relates to preventing injury, death, or property damage say quickly between transmissions: “[your tactical call sign] with emergency traffic.” This means that you need the channel immediately to pass time-sensitive information.
Also, waiting before starting to talk allows you to hear if you are “doubling” with someone and allows someone to join in to conversation if they need to.
[bookmark: _Toc305890432][bookmark: _Toc319097442]6.4.4 Operational Exercises
During all operational exercises you should state “this is a drill”  or “this is an exercise” at least once every 5-10 minutes. Remember that anyone with a FRS/GMRS radio or scanner can hear what you are saying. If the CERT group is practicing in an exercise with a “mock” disaster scenario, someone listening in might become frightened and even go to the police, or a radio or TV station to report a “disaster.” Frequently saying “this is a drill” can avoid this kind of panic.
[bookmark: _Toc305890433][bookmark: _Toc319097443]6.4.5 Passing Messages and Tactical Call Signs
Passing information between radio stations, also called message (or traffic) handling, is the main function of radio communications during an emergency. To help know who is talking to whom, each functional disaster unit will be assigned a “tactical call sign.” “Rescue One” and “Emergency Control” would be “tactical call signs” because they are descriptive. For radios using GMRS and Amateur Radio, the operator’s FCC-assigned call sign needs to be given at the beginning and end of any series of transmissions, or at least once every ten minutes during continuous conversations.
[bookmark: _Toc305890434][bookmark: _Toc319097444]6.4.6 Avoid Unnecessary Conversation
During a drill or actual emergency, talking on the radio about anything that is not absolutely necessary to support that activity must be avoided. Chatting, discussing anything personal, or telling a joke are examples of forbidden radio activity. Keep reports shot and to the point! 
[bookmark: _Toc305890435][bookmark: _Toc319097445]6.5 Communications Glossary
AMATEUR RADIO: an FCC-licensed radio service which requires passing an examination on electronics, radio communications, regulations, and operating practices. Morse code proficiency is no longer required. Amateur radio operators are commonly referred to as “hams.” Hams have always been very involved in providing communications as a public service, particularly during disasters. 
ANTENNA: a piece of equipment which radiates and collects radio transmissions. For our purposes it is a rubber-coated wire or that “thumb-shaped” projection sticking out of the top of a hand-held two-way radio.
BATTERY PACK: several small batteries packaged together (instead of individual batteries) used to power small radios.
CALL SIGN: A series of letters and numbers assigned to identify a specific radio station. These are usually assigned by the FCC to most radio services such as the General Mobile Radio Service (example KABC1234), the Amateur Radio Service (KD8ABC), or the Public Radio Service (government agencies). Many organizations assign an individual unit identifier (such as Unit 364) to each person in the organization. In emergency communications “tactical” call signs are sometimes also used which are not assigned by the FCC (for example, “Dispatch,” “Incident Command,” or “Search Team One”).
CHANNEL: a numbered designation given to a radio frequency (or pair of frequencies) rather than using the actual radio frequency. For example, the frequency 462.5625 MHz has been assigned to the GMRS as Channel 8. It is usually the large number in your FRS/GMRS radio’s LCD display.
CTCSS (continuous tone-coded sub-audible squelch) or “PL (private line) tones,” “call tones,” “quiet codes,” “privacy channel tones,” etc. When you have this feature turned on, your transmitter sends out a tone that is so low in frequency that your ear can’t hear it. It goes right along with your regular transmission, so that ONLY if you have your radio set to that same tone’s number will you be able to hear the transmission. It is usually a small number in your radio’s LCD display. A zero means that CTCSS is turned off.
DOUBLING: occurs when two stations transmit at the same time, which means that they cannot hear each other.
EMERGENCY TRAFFIC: a message which relates to preventing death, injury, or property damage. If you need to use a radio channel to exchange this kind of information say quickly between transmissions “[your tactical call] with emergency traffic.”
FCC (Federal Communications Commission): The federal government’s agency in charge of communications. 
FREQUENCY: The FRS and GMRS channels are designations for specific radio frequencies assigned by the FCC. “Frequencies” are (in technical terms) the number of cycles per second of the transmitted radio wave.
FRS (Family Radio Service): an unlicensed Radio Service authorized by the FCC for personal communications to operate using small two-way hand-held radios which transmit with ½ watt or less in UHF bands.
FRS/GMRS RADIO: any two-way radio that has both FRS and GMRS channels in the same radio. 
GMRS (General Mobile Radio Service): A licensed personal Radio Service authorized by the FCC to operate using two-way hand-held radios up to 5 watts, or up to 50-watt base stations, which share some UHF channels with the FRS and some others which are exclusive to the GMRS.
HT (“handy-talky”): a small hand-held two-way radio. They are similar to, but smaller than, the old “walkie-talkies.” Experienced radio operators use the terms “portable” and “HT” interchangeably.
LCD (liquid crystal display): a small display screen on your FRS/GMRS or amateur radio with a grey, amber, or sometimes red background and (usually) black numbers.
MODULATION: The term used for the superimposing of a voice signal on the radio waves used by radio transmitters. “Over-modulation” occurs when speech is too loud and the signal becomes distorted and difficult to understand. “Under-modulation” is due to speaking too softly or too far away from the microphone so that the received sound is too weak to be understood.
PUSH-TO-TALK (PTT): The button on the side of an HT or microphone used to activate the transmitter portion of the radio. When held in, the radio transmits and when released, it receives. Also referred to as the transmit button or transmit key.
SQUELCH: a feature which prevents the hissing sound normally made by a radio which is not receiving a radio signal. The squelch level must be adjusted slowly up until it just turns off the annoying hissing, but not much higher or weak transmitted signals that you may want to hear cannot “break” through and be heard.
TEN-CODES: radio codes that start with the number ten and then a second number (like 10-4 for “message received,” or 10-20 for “location”). Some public service agencies use codes that begin with a nine (9-codes), an eleven (11-codes), or the word “signal.” They are frequently used in emergency service work but are gradually being phased out because their meaning is often unclear, or neighboring agencies use different sets of codes, resulting in confusion when multiple agencies respond to an emergency. Under federal ICS (Incident Command System) guidelines, only plain English is to be used in all multi-agency incidents.
TRANSCEIVER: a radio capable of transmitting and receiving contained in the same case. FRS/GMRS HTs are all transceivers.
TRAFFIC: a message or series of messages containing information that needs to be passed on to either another station for delivery to someone at that station or relayed on by radio or other means to a further destination (not automobile congestion). 
TWO-WAY RADIOS: radios which transmit and receive to another similar radio allowing them to talk to and hear each other. FRS/GMRS HTs are two-way radios. 
UHF (ultra high frequency): a portion of radio frequencies used by FRS/GMRS, amateur, and public service radios. They will not bounce off the ionosphere (“skip” like CBs can) or penetrate mountains or large man-made structures. They normally can only travel by line-of-sight or very slightly beyond.
VHF (very high frequency): a portion of radio frequencies used by amateur and public service radios.
VOLT: a measurement of electrical “push” or “force.” Batteries are rated in volts and most alkaline batteries (AA and AAA) are 1.5 volts. Most rechargeable batteries are only 1.2 volts.
WATT: a measure of electrical power. The higher the number of watts your radio gives off, the further it can transmit, but wattage is not nearly as important as having a line-of-sight path.
[bookmark: _Toc305890436][bookmark: _Toc319097446]6.6 Phonetic Alphabet and Number Pronunciation
In order to be clearly understood when using radio communications, it is important to use a common phonetic alphabet and common pronunciation. The following list contains the phonetic alphabet and number pronunciation that we use for CERT.
	1	(wun) 	6	(siks)
	2	(too) 	7	(SEV-uhn)
	3	(thuh-REE) 	8	(ate)
	4	(FOE-er) 	9	(NINE-er)
	5	(FI-uhv) 	0	(ZEE-row)

	A	Alpha (AL-fah)	N	November (no-VEM-ber)
	B	Bravo (BRAH-voe)	O	Oscar (OS-kar)
	C	Charlie (CHAR-lee)	P	Papa (pah-PAAH)
	D	Delta (DEL-tah)	Q	Quebec (kay-BEK)
	E	Echo (EK-koe)	R	Romeo (ROW-mee-owe)
	F	Foxtrot (FOX-trot)	S	Sierra (see-AIR-ah)
	G	Golf (GAHLF)	T	Tango (TANG-go)
	H	Hotel (hoe-TEL)	U	Uniform (YOO-ni-form)
	I	India (IN-dee-ah)	V	Victor (VIK-ter)
	J	Juliet (JOO-lee-et)	W	Whiskey (WHIS-kee)
	K	Kilo (KEE-low)	X	X-ray (EKS-ray)
	L	Lima (LEE-mah)	Y	Yankee (YANG-kee)
	M	Mike	Z	Zulu (ZOO-loo)

		Decimal point (DESS-si-mal)
[bookmark: _Toc319097447][bookmark: _Toc305890438]6.7 Summary Radio Procedure
Follow these five steps to perform effective, efficient radio communications.
	1.	Listen! Make sure the channel (frequency) is clear. Know what is going on around you.
	2.	Think about what you are going to say. Make your message brief, clear, and to the point. Get on; get off; get done.
	3.	Make the call. Give:
	a.	The call sign or tactical identification of the station you are calling;
	b.	The words: “this is” or “from”;
	c.	Your call sign or tactical identification.
Example: Incident Command this is Search Team One.
	4.	Communicate. Speak clearly. Use plain language: NO CODES! Repeat back critical information.
	5.	Use standard phonetics for spelling words or names that are not easily understood.
[bookmark: _Toc319097448]6.8 MOVR CERT Regional Frequency Plan
	FRS Radio:	Channel 2 (Alternate: Ch 12)
	Amateur Radio:	Rx 147.255,	Tx 147.855,	PL 131.8	(Operations - Repeater)
		Rx 147.255,	Tx 147.255,	PL off	(Operations Direct - Simplex)
		Rx 147.525,	Tx 147.525,	PL off	(Tactical - Simplex)
		Rx 146.970,	Tx 146.970,	PL off	(ARES, Shelter, Red Cross - Simplex)
		Rx 146.520,	Tx 146.520,	PL off	(Medical/Hospital Ops - Simplex)
		“Simplex” means the radio transmits and receives on the same frequency

Chapter COMLs are requested to identify an appropriate Amateur Repeater frequency and PL tone for their area and submit them to the Regional COML for inclusion in the Regional Frequency Plan.
[bookmark: _Toc319097449]7.0 Supplemental Training
[bookmark: NIMS][bookmark: _Toc319097450]7.1 Federal NIMS/ICS Training Requirements
In accordance with the requirements of the Federal Response Plan, all stakeholders (those who have a concern for emergency management, preparedness, and response) define the emergency management/response personnel within their jurisdiction, agency, or organization who require ongoing training. This includes all emergency services related disciplines such as EMS, hospitals, public health, fire service, law enforcement, public works/utilities, skilled support personnel, and other emergency management response, support and volunteer personnel [which would include CERT], as follows:
Entry Level:
• ICS-100: Introduction to ICS
• IS-700: NIMS, An Introduction
First Line, Single Resource, Field Supervisors:
• ICS-100: Introduction to ICS or equivalent
• ICS-200: Basic ICS
• IS-700: NIMS, An Introduction
• IS-800: National Response Framework, an Introduction
Middle Management: Strike Team Leaders, Division Supervisors, EOC Staff, etc.:
• ICS-100: Introduction to ICS or equivalent
• ICS-200: Basic ICS
• ICS-300: Incident Command System
• IS-700: NIMS, An Introduction
• IS-800: National Response Framework, an Introduction
Command and General Staff; Area, Emergency, and EOC Managers:
• ICS-100: Introduction to ICS or equivalent
• ICS-200: Basic ICS
• ICS-300: Incident Command System
• ICS-400: Advanced ICS for Command and General Staff
• IS-700: NIMS, An Introduction
• IS-800: National Response Framework, an Introduction
[bookmark: _Toc319097451]7.2 MOVR CERT NIMS/ICS Training Requirements
All Level 1 participants are required to take ICS-100, 200, 700, and 800. 
In order to be eligible for deployment, members are required to take IS-700 in addition to the CERT Basic Training course. Members who respond to an incident without having completed this class will be assigned duties as Unaffiliated Volunteers.
NIMS/ICS courses are provided free online, and each only takes an hour or so to do. It is very strongly recommended that all CERT personnel complete, as a minimum, IS-700, ICS-100, ICS-200, IS-800. These courses are all available online at training.fema.gov/is/nims.asp. Numerous additional courses are available at training.fema.gov/IS/crslist.asp and all members are encouraged to take as many courses as apply to their area of expertise and/or interest. When you have finished the course you will be sent an email link to download your certificate of completion. DO NOT delete the email, but store it in your account for future use. Once you have downloaded your certificate, the only way to get another copy is to use the original email link. Please give copies of your certificates to your Chapter Administration Chief, who will forward copies to the Regional Administration Chief to be included in your CERT personnel file at the Regional office.
[bookmark: _Toc319097452]7.2 Web-Based CERT Training Course
A web-based course “IS-317: Introduction to CERT” is now available. The purpose of this course is to help you prepare for the classroom-based CERT Basic Training course that is offered by MOVR CERT, or to serve as a refresher course. This web-based training (WBT) includes many practices useful for dealing with emergencies that may occur in non-disaster situations. The classroom-based training (CBT) includes many additional skills and protocols you can learn through demonstration and hands-on practice in the classroom. Once you successfully complete the CBT, you will be an actual CERT member and will be trained to deal with emergencies that may occur in real disaster situations.
Go to CitizenCorps.gov/cert/IS317/basics/basics/index01.htm for the course.
[bookmark: _Toc319097453]7.3 First Aid, CPR, and AED Training
First Aid, Cardio-Pulmonary Resuscitation, and Automatic External Defibrillator classes are offered frequently. It is strongly recommended that all CERT members take these courses and keep their certification current, and is a requirement for all Level 1 participants.
[bookmark: _Toc319097454][bookmark: AmateurRadio]7.4 Psychological First Aid
A full-scale response to disasters must attend to both the physical and mental health needs of affected groups. The latter set of needs is especially important because most authorities agree that far more individuals will report psychologically-related complaints than will report physical symptoms directly stemming from the injury-causing agent or event. Because a large-scale emergency will overwhelm existing mental health response resources, psychological first aid — the provision of basic psychological care in the short-term aftermath of a traumatic event — is an important skill set that all emergency responders should possess.
The Psychological First Aid workshop is training that provides responders without former mental health education with the concepts and skills associated with PFA. Utilizing the RAPID model (Reflective Listening, Assessment, Prioritization, Intervention, and Disposition), this specialized training provides responders with perspective on injuries and trauma that are beyond those that are physical in nature, e.g., dealing with the psychological aftermath of accidents, robberies, suicide, homicide, or community violence.
[bookmark: _Toc319097455]7.5 Global Positioning System
The Global Positioning System (GPS) is a satellite-based navigation system made up of a network of 24 satellites placed into orbit by the U.S. Department of Defense. GPS was originally intended for military applications, but in the 1980s, the government made the system available for civilian use. GPS works in any weather conditions, anywhere in the world, 24 hours a day.
GPS satellites circle the earth twice a day in a very precise orbit and transmit signal information to earth. GPS receivers take this information and use triangulation to calculate the user’s exact location. Essentially, the GPS receiver compares the time a signal was transmitted by a satellite with the time it was received. The time difference tells the GPS receiver how far away the satellite is. Now, with distance measurements from a few more satellites, the receiver can determine the user’s position and display it on the unit’s electronic map.
CERT members use GPS to provide precise location information to Incident Command, or to receive from Incident Command the precise location to which the team is being directed.
[bookmark: _Toc319097456]7.6 Project Lifesaver
Project Lifesaver International helps provide rapid response to save lives and reduce potential for serious injury for adults and children who wander due to Alzheimer’s, autism, Down syndrome, dementia and other related cognitive conditions.  Project Lifesaver provides equipment, training, certification and support to law enforcement, public safety organizations and community groups throughout the country and nation.  Project Lifesaver has over 1,200 participating agencies across the U.S., Canada, and Australia, and has performed 2,447 searches in the last 11 years with no serious injuries or fatalities ever reported. CERT members who are trained in Project Lifesaver may be utilized to locate these missing persons.
[bookmark: _Toc319097457]7.7 Amateur Radio Communications
Accurate, effective communications is the heart of any incident or exercise in which CERT may be involved. If you are interested in getting your Amateur Radio license (highly recommended for all CERT members), there are free practice tests online that will give you all the preparation you need to pass your no-code Technician license — just select the Technician test from that link. There are 35 questions on each test. The practice test will tell you the correct answers for the questions you miss, and you can take as many tests as you want, as often as you want. Each time you start a test it builds a whole new set of questions. Although there are books you can purchase (for a fairly hefty price) to study for your license, many have found the online tests far better for one’s particular learning style; just keep taking them over a period of about a week until you get three consecutive 100% scores, then go take your license test. The license tests are normally administered at the Mid-Ohio Valley Health Department, 211 6th Street, Parkersburg, on the second Saturday of each month.
The practice tests are at QRZ.com/xtest2.html and a schedule of tests is posted at WC8EC.com/ve_testing/schedule.htm.
[bookmark: _Toc319097458]7.7.1 Weekly Emergency Radio Net
The Wood County Emergency Communications (WCEC) & Amateur Radio Emergency Service (ARES) weekly phone (voice radio) net is conducted every Sunday night at 20:30 (8:30 PM for non-radio people) on a frequency of 147.255 MHz (transmit on 147.855 MHz with a PL tone of 131.8. Three remote receivers are tone-activated, one receiver requires no tone.) On the first Sunday of the month the net operates simplex on 147.255 MHz. The net is open to all licensed Amateurs, and runs for about 45 minutes. All MOVR CERT members who are licensed Radio Amateurs are strongly encouraged to participate in these nets. A schedule of other local nets is posted online at WC8EC.com/nets/frequencies.htm.
[bookmark: _Toc319097459]8.0 Incident Command and Response
[This section has been identified as needed
for the manual, and will be developed later].
[bookmark: _Toc319097460]8.1 Incident Command System Required
The National Response Framework (NRF) and National Incident Management System (NIMS) require that all emergency responders — whether government agencies (City, County, State, Tribal, or Federal), private companies, or volunteer organizations (like CERT) — conduct their response activities in accordance with the organizational structure and procedures defined in the National Incident Command System (ICS).
Accordingly, all CERT responses and Operational Exercises are required to be conducted following NIMS/ICS organizational structure and procedures.
[bookmark: _Toc319097461]8.2 CERT Activation 
There are four likely scenarios that would involve CERT activation in our service region: activation by a county or city government agency, activation by a volunteer fire department, activation by the Mid-Ohio Valley Health Department, and self-activation. CERT activation by the Health Department would be most likely. Activation by county or city governments would be least likely, as government resources would be capable of managing most incidents. Individual CERT members should not mobilize until notified by the CERT command structure. Individual self-activation would only occur in a mass disaster when government personnel and resources are unlikely to reach affected areas in a timely manner, and the event occurs in or very near to the Cert member’s home or place of business. 
[bookmark: _Toc319097462]8.3 Fundamental CERT Principles 
These principles guide team operations and should be followed at all levels: 
	1.	Rescuer safety is the number one concern. To ensure rescuer safety, continually size up the situation and its hazards. 
	2.	Unity of Command: Each CERT Member has only one person from whom he or she takes direction. In other words, each CERT Member has only one supervisor. 
	3.	Span of Control: Each supervisor has 3-7 people who report to him or her, the optimal number being 5. 
	4.	Do the greatest good for the greatest number of people according to the team’s capability and training.
[bookmark: _Toc319097463]8.4 Basic Objectives of CERT Operations 
The basic objectives of the CERT are to: 
	1.	Assess the situation (What is the problem?). 
	2.	Determine an overall team strategy (What can we do, and how will we do it?). 
	3.	Deploy groups and resources (Who is going to do what?). 
	4.	Document actions and results (What are we doing and what have we accomplished?). 
	5.	Continually assess the situation and respond according to the needs of the moment (Now, what is the problem and should the strategy change?). 
[bookmark: _Toc319097464]8.5 CERT Organization During an Incident
CERTs are organized using the Incident Command System (ICS) as outlined in the National Incident Management System (NIMS). The Incident Command System defines common terminology and a chain of command structure that allows all responders in an emergency to quickly understand the organization of the emergency response structure. For example, a CERT member should be able to join the efforts of any CERT in Salt Lake City and already have an understanding of the basic organizational structure of that team.
The Incident Command System (ICS) Chain of Command follows an orderly line of authority for communicating information and requests within the response organization. The organizational levels and their respective position titles that will most commonly be used by Salt Lake City CERTs are represented in the following table:
	CERT ORGANIZATIONAL LEVEL
	POSITION TITLE

	Incident Command
	Incident Commander

	Section
	Section Chief

	Group
	Group Supervisor

	Unit
	Unit Leader

	Team
	Team Leader


The four primary ICS functions are: Operations, Logistics, Finance/Administration, and Planning. As needed, each of these four functions may become a section within the team structure. The following figure illustrates a Basic CERT Structure which serves as a template for CERT organization. This structure may be expanded or contracted depending on the magnitude of the situation. Operations and Logistics are the two sections most likely to be activated in a standard CERT response with the Finance/Administration and Planning functions being handled by the CERT Incident Commander. The Finance/Administration and Planning functions of the system may be expanded into staffed sections as needed. (Remember to follow the ICS principles of Unity of Command and Span of Control when expanding or contracting the CERT organization during an incident.)
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[bookmark: _Toc319097494]Figure 5. Basic CERT Structure During an Incident
[bookmark: _Toc319097465]8.5.1 Incident Commander
The Incident Commander is responsible for steering the general activities of the overall CERT by identifying the changing needs of the emergency situation and assessing the ways in which the team as a whole is responding to those needs with the resources available. The Incident Commander is chosen out of the group of CERT members to arrive first at the command post by that same group. However, since the Incident Commander should be the person best qualified to fulfill the duties of that position, the Incident Commander role may pass from one individual to another when a more qualified individual arrives. If such a transfer of leadership occurs, it is vital that the outgoing Incident Commander thoroughly review all pertinent information with the incoming Incident Commander in a Transfer of Command Briefing. 
[bookmark: _Toc319097466]8.5.2 Safety Officer
The Safety Officer is the member of the Command Staff responsible for monitoring incident operations and advising the Incident Commander on all matters relating to operational safety, including the health and safety of emergency responders. Examples of duties include being aware of changing conditions in the weather and work environment that would pose significant risk to response personnel, instituting work shifts, monitoring psycho-emotional well-being of the team, and ensuring personnel are wearing proper safety equipment and exercising safe work practices. In NIMS ICS, the Safety Officer has authority to shut down operational activities in the event of safety concerns. 
[bookmark: _Toc319097467]8.5.3 Section Chiefs
The Incident Commander assigns a Section Chief to each Section of the General Staff. The two General Staff Sections most commonly activated within the basic CERT command structure are the Operations Section and the Logistics Section. As needed, the Incident Commander may choose to create Sections for Finance/Administration and Planning, the remaining two components of the basic ICS General Staff. 
[bookmark: _Toc319097468]8.5.4 Group Supervisors 
The Section Chief assigns a Group Supervisor to each Group formed. While the types of Groups that are created within a CERT are flexible, the Operations Section commonly has two basic Groups: a Search & Rescue Group and a Medical Group. The Group Supervisor sees that individual Group duties are accomplished through Units that are assigned specific functions. 
[bookmark: _Toc319097469]8.5.5 Unit Leaders 
The Group Supervisor assigns a Unit for each specific function for which the Group is responsible and assigns a Unit Leader for each Unit formed. For example, the Medical Group in the Operations Section is responsible for field treatment, the treatment area, and medical transportation. A unit is formed for each of these specific functions. 
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The Unit Leader assigns teams of three to seven people to divide up the work associated with the special task of that Unit. A Team Leader is assigned for each team. 
[bookmark: _Toc319097471]8.5.7 Operations & Logistics Sections Duties/Responsibilities 
Following are descriptions of the responsibilities pre-assigned to the Operations and Logistics Sections in the basic CERT organization. 
[bookmark: _Toc319097472]8.5.7.1 Operations Section
The Operations Section is responsible for the Search & Rescue Group, the Medical Group, and all other field response activities undertaken by the CERT. The Operations Section is responsible for establishing staging areas as they are needed in the field. 
In addition to the information provided herein, the CERT All-Weather Field Operations Guide by JL Darling Corporation (www.RiteInTheRain.com) is a quick reference guide that can be used for supplemental information on CERT operations and techniques. 
8.5.7.1.1 Search & Rescue Group 
The Search & Rescue Group has two primary responsibilities: (1) Search & Rescue and (2) Hazard Reduction. Each responsibility is assigned to a Unit: 
	1.	The Search & Rescue Unit assigns Teams to accomplish the following: 
	a.	Travel door-to-door to rapidly assess the status of the occupants of every structure in the area, performing triage and simple treatment. 
	b.	Identify (“tag”) victims as Immediate (red), Delayed (yellow), or Dead (black) and perform simple treatment for the three killers — Airway, Bleeding, Shock (ABS).
	c.	Record the status of each structure and communicate which structures have people labeled “Immediate” to the Medical Section for field treatment.
	d.	Perform light rescue activities when the rescuer safety can be assured. 
	2.	The Hazard Reduction Unit assigns Teams to accomplish the following:: 
	a.	Perform fire suppression on small fires that are manageable with the equipment available. 
	b.	Identify other hazards (such as broken glass, water main breaks, downed power lines and gas leaks) and devise and carry out safe methods of reducing danger to the community. 
8.5.7.1.2 Medical Group 
The Medical Group has three primary responsibilities: (1) Field Treatment, (2) the Treatment Area, and (3) Medical Transportation. Each responsibility is assigned to a Unit: 
	1.	The Field Treatment Unit assigns Teams to accomplish the following: 
	a.	Follow the Search & Rescue Group by going to locations with people who have been labeled by Search & Rescue as “Immediate” and provide CERT-level medical treatment to those victims. 
	b.	Determine the amount of professional medical help available (hospitals, clinics, community members with professional training) and what victims will receive it. 
	c.	Treat the “Immediates” in the structure in which they were found unless the team determines it would be unsafe to do so and/or would be more beneficial to create a medical treatment area. 
	d.	If possible, leave at least one person to care for each “Immediate” (this can be a capable family member or a team member). 
	e.	Determine when and how the “Delayeds” will receive medical attention.
	2.	The Treatment Area Unit assigns Teams to accomplish the following: 
	a.	If the CERT determines it will be safer or more beneficial to create a treatment area than to treat victims in their homes, establish a Treatment Area. 
	b.	Work with the Search & Rescue Group to safely transport victims to the Treatment Area. 
	c.	Conduct bed-to-bed treatment of the “Immediates.” 
	d.	Determine when and how the “Delayeds” will receive medical attention. 
	3.	The Medical Transportation Unit assigns Teams to accomplish the following: 
	a.	Provide transportation of victims to the Treatment Area and/or other medical facilities.
[bookmark: _Toc319097473]8.5.7.2 Logistics Section 
The Logistics Section has five primary responsibilities: (1) Human Resources, (2) Facilities, (3) Communications, (4) Documentation, and (5) Ground Support. Each responsibility is assigned to a Unit: 
	1.	The Human Resources Unit assigns Teams to accomplish the following: 
	a.	Conduct the check-in (activation) and initial assignment of CERT-trained volunteers. Assignments will be based on volunteers’ experience and training. 
	b.	Track assignments with documentation, having a constant knowledge of how many people are assigned to each section. These duties are typically assumed by the appointment of a Personnel Accountability Officer within the Human Resources Unit.
	c.	Conduct check-out (deactivation) by recording when CERT Members finish their work with the team for the day or shift. 
	d.	If needed, institute work shifts. In NIMS ICS, a standard operational period is 12 hours. However, depending on the nature of an incident, physical and psychological conditions may warrant instituting shorter operating shifts for responders. Shifts may be as short as four hours but should not be longer than 12 hours in consideration of responder safety. 
The Safety Officer (part of the Command Staff) and Personnel Accountability Officer coordinate closely to maintain a standard of safety for all responders. 
	2.	The Facilities Unit assigns Teams to accomplish the following: 
	a.	Maintain a command post that is clean and free from hazards. 
	b.	Identify and label locations for various command functions and basic needs, including places for people to rest, eat, and use the restroom. 
	c.	Maintain a minimum-service shelter to meet the basic needs of the “delayed treatment” group of victims awaiting assistance and those residents whose dwelling units are unfit to occupy. Remember that a CERT sheltering area is temporary and is not a Red Cross shelter. Some of the residents at your facility may need to eventually be transferred to a designated Red Cross shelter. 
	d.	Manage all available medical supplies, sheltering supplies, tools, food, water, and other resources. Identify shortages and work to fill them. 
	3.	The Communications Unit assigns Teams to accomplish the following: 
	a.	Provide the most effective means of communication possible using mediums including, but not limited to ham radio, two-way radio, telephone, cell phone, internet, written notes, and runners.
	b.	At the direction of the CERT Incident Commander, communicate with the CERT Division Supervisor and other external groups on behalf of the CERT. 
	c.	Monitor the media for information useful to the CERT or that may need to be corrected or updated. 
	4.	The Documentation Unit assigns Teams to accomplish the following: 
	a.	Document situation status for the Command Post, including incident locations, access routes, identified hazards, locations of all team functions, and human resource assignments. 
	b.	Provide CERT forms for the logging and tracking of CERT functions. Standard CERT and ICS forms are in the Forms section of this manual. 
	5.	The Ground Support Unit assigns Teams to accomplish the following: 
	a.	Provide transportation of team members, equipment, and supplies in support of CERT operations. 

[bookmark: _Toc319097474]8.6 Basic CERT Principles 
This summary includes many of the principles and techniques taught in CERT training. It is intended to be used as a resource. It does not substitute for formal CERT training, refreshers, drills or exercises. 
[bookmark: _Toc319097475]8.6.1 Mobilizing with the CERT
	1.	Respond to the immediate needs of your household.
	2.	Get your gear. 
	3.	Report to your CERT’s designated meeting location, making note on the way of any hazards or conditions of which the CERT should be aware (e.g., downed power lines, broken gas mains, fires, severely damaged structures). 
	4.	Upon arrival of a sufficient number of CERT members, designate the Command Post location and appoint an Incident Commander. (Refer to basic ICS principles of establishing Incident Command). 
	5.	The Incident Commander will assign you to a position. 
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CERT members can suppress fires not larger than a garbage can. Use the buddy system; establish two ways to exit; and use protective gear. PASS the fire extinguisher at the fire base: Point, Aim, Squeeze, Sweep. Stay aware of the surroundings for hazards as you enter and exit the area. 
[bookmark: _Toc319097477]8.6.3 Light Search & Rescue 
Make rescuer safety your primary concern. Always use the buddy system. 
	1.	Take a lap around the building to identify the level of damage to the structure. Can a search and rescue operation be safely attempted by CERT members? 
	a.	If not safe, only call out to victims within the structure. Do not enter.
	b.	If safe, (1) ask bystanders if they know about possible people inside if they know the layout of the structure; (2) be systematic; call out “If anyone can hear my voice, come here;” (3) stop and listen carefully; and (4) triangulate to see all angles of the situation.
	2.	Use the standard Search & Rescue marking system shown in Figure 6.
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[bookmark: _Toc319097495]Figure 6. Search and Rescue Marking System
When performing a rescue, create a safe rescue environment by removing fallen debris and shoring up precarious walls. Triage and stabilize victims as soon as possible. Think of the best way of removing a victim, rather than “jumping in” haphazardly. Always assume that a victim has a spinal injury until you find evidence to the contrary. 
[bookmark: _Toc319097478]8.6.4 Triage & Simple Treatment 
Goal: Do the most good for the greatest amount of people in the least amount of time. 
Triage should take less than one minute per victim! 
Perform triage by checking ABS: Airway, Bleeding, Shock. Perform simple treatment to stabilize these three killers. Sort victims into three categories for treatment: Immediate (Red tag), Delayed (Yellow Tag), Dead (Black tag). 
Wearing appropriate protective gear, at an arm’s distance, shake the victim and shout, “Do you hear me?” to check for responsiveness. Then check ABS: 
Airway: 
	1.	If the victim is unconscious but breathing, red-tag as “Immediate” and continue triage.
	2.	If the victim is conscious and breathing, count the rate. If greater than 30 respirations per minute, red-tag as “Immediate.” If breaths are less than 30 per minute, continue triage. 
	3.	If the victim is not breathing, position the airway using the head-tilt/chin-lift method and check for obstructions. Look, listen, and feel for respirations. Check the breathing rate if the maneuver was successful; if not successful, repeat once. Move on to the next victim if the second attempt was unsuccessful.
Bleeding: Take immediate action to control severe bleeding. 
	1.	Put pressure with a clean dressing at the point of the wound and/or at pressure points. 
	2.	Elevate the wound above the level of the heart. 
Note
Do all of this quickly, remembering that you are only doing simple treatment during triage. The Field Treatment Unit will follow up with additional care.
Shock: Shock is the state whereby the body is unable to supply enough oxygen to meet tissue needs.
	1.	Check the mental status of the victim by giving a simple command such as “Squeeze my hand.” Unconsciousness or confusion may indicate shock.
	2.	Look for rapid but weak pulse and respiration. Abnormally rapid but weak pulse and respiration (above 30 per minute) indicate shock. 
	3.	Check for adequate circulation by performing the Blanch Test: Press on the fingernail until normal color is gone and note how long it takes for normal color to return. A capillary refill time of greater than 2 seconds indicates the need for immediate treatment.
	4.	For treatment of shock, have the victim lie flat with the feet elevated, and maintain body temperature. 
[bookmark: _Toc319097479]8.6.5 Medical Treatment 
Attend to “Immediate” victims first. Perform a head-to-toe assessment, checking the following body parts from top to bottom: (1) head, (2) neck, (3) shoulders, (4) chest, (5) arms, (6) abdomen, (7) pelvis, (8) legs, and (9) back. Talk to the victim to assess consciousness and to gather information about injuries. Head-to-toe assessments should take less than one minute per victim! Perform treatment on a victim’s injuries according to highest priority until he/she is stable enough to be considered “Delayed.” Then move on. 
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The emotional trauma, or stress, of a disaster can be the biggest challenge. Here are a few suggestions to help others cope:
	1.	Listen intently to a victim’s physical and emotional concerns. 
	2.	Take emotions seriously, regardless of how illogical or exaggerated disaster victims’ perceptions may be. Validate victims’ emotions by reassuring them that their emotions are natural and that many people have similar feelings. 
	3.	Give victims a sense of control by helping them help themselves and others. 
	4.	Give victims hope by maintaining an attitude of realistic optimism. Speak truthfully about the reality of the disaster that has just occurred but remain optimistic for the future, both near and far.
[bookmark: _Toc319097481]8.7 Relinquishing Incident Command
As soon as possible upon the arrival of any recognized first response agency to the scene at which any CERT unit is active, it is the responsibility of CERT Incident Command to relinquish Incident Command to that agency and to make a full report to that agency’s Incident Commander that includes, but is not limited to, a situational briefing, actions taken, and the number and capabilities of CERT volunteers deployed at the site. At the sole discretion of the new Incident Command, these CERT volunteers can either:
a. continue to support the First Response Agency by continuing current activities, 
b. be reassigned to assume other duties to release other first responders to ones requiring higher levels of skill and/or protection, 
c. be dispatched to another scene not yet reached by a first response agency or in support of another first response agency already at another scene, or 
d. be relieved to their primary CERT Authority.
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[bookmark: a]AAR: After Action Report
ACF: Alternate Care Facility
ACLS: Advanced Cardiac Life Support
AED: Automatic External Defibrillator
AEOC: Alternate Emergency Operations Center
ALS: Advanced Life Support
ANG: Air National Guard
AQMD: Air Quality Management District
ARC: American Red Cross
ARES: Amateur Radio Emergency Service
ARNG: Army National Guard
ASPR: Assistant Secretary for Preparedness and Response
ATF: Bureau of Alcohol, Tobacco and Firearms
[bookmark: b]BAP: Business Automation Plan
BCP: Business Continuity Plan
BEC: Building Emergency Coordinator
BICEPP: Business and Industry Council for Emergency Planning and Preparedness
BLS: Basic Life Support
BOS: Board of Supervisors
CAO: Chief Administrative Office(r) 
CBRNE: Chemical, Biological, Radiological, Nuclear, Explosive
CCC: Citizen Corps Council
CDC: Center for Disease Control and Prevention
CEM: Certified Emergency Manager
CEO: Chief Executive Office(r) 
CEOC: County Emergency Operations Center
CERT: Community Emergency Response Team
CG: Coast Guard
CIO: Chief Information Office
CISD: Critical Incident Stress Debriefing
COE: County Office of Education
COG: Continuity of Government
COML: Communications Group Leader (Under the Logistics Section Chief)
CONOPS: Concept of Operations
COOP: Continuity of Operations
CP: Command Post
CPG: Civil Preparedness Guide
CPR: Cardiopulmonary Resuscitation
CST: Civil Support Team
[bookmark: d]DA: District Attorney
DAA: Delegated Authority Agreement
DART: Disaster Assessment Recovery Team
DEA: Drug Enforcement Administration
DEC: Department Emergency Coordinator
Decon: Decontamination
DFO: Disaster Field Office
DHHS: Department of Health and Human Services
DHR: Department of Human Resources
DHS: Department of Health Services
DHS: Department of Homeland Security
DMA: Disaster Management Area
DMAC: Disaster Management Area Coordinator
DMAPS: Department of Military Affairs and Public Safety
DMAT: Disaster Medical Assistance Team
DMH: Department of Mental Health
DMORT: Disaster Mortuary Response Team
DO: Duty Officer
DOC: Department Operations Center
DOD: Department of Defense
DOE: Department of Energy
DOH: Division of Highways
DOJ: Department of Justice
DOT: Department of Transportation
DPSS: Department of Public Social Services
DPW: Department of Public Works
DRC: Disaster Resource Center
DSC: Disaster Service Center
DSF: Disaster Staging Facility
DSR: Damage Survey Report
DSW: Disaster Services Worker
DWP: Department of Water and Power
[bookmark: e]EAS: Emergency Alert System
EDAC: Employee Disaster Assistance Coordinator
EDIS: Emergency Digital Information System
[bookmark: c]EMA: Emergency Management Agency
EMAC: Emergency Management Assistance Compact
EMC: Emergency Management Council
EMIS: Emergency Management Information System
EMMA: Emergency Managers Mutual Aid
EMPG: Emergency Management Performance Grant
EMS: Emergency Medical Services 
EMSA: Emergency Medical Services Authority
EMT: Emergency Medical Technician
EOB: Emergency Operations Bureau
EOC: Emergency Operations Center
EOD: Emergency Operations Division
EOP: Emergency Operating Procedures
EPA: Environmental Protection Agency
EPC: Emergency Preparedness Commission
EPD: Emergency Preparedness Department
EPI: Emergency Public Information
EPI: Epidemiology
ERG: Emergency Response Guide
ERP: Emergency Response Plan
ESAR VHP: Emergency System for Advanced Registration of Volunteer Health Professionals
ESF: Emergency Support Function
ESP: Emergency Survival Program
ETA: Estimated Time of Arrival
[bookmark: f]FAA: Federal Aviation Administration
FAR: Finance, Administration, Recovery
FBI: Federal Bureau of Investigation
FCC: Federal Coordinating Center
FCC: Federal Communications Commission
FCO: Federal Coordinating Officer
FEMA: Federal Emergency Management Agency
FRERP: Federal Radiological Emergency Response Plan
FRP: Federal Response Plan
FTS: Field Treatment Site
[bookmark: g]GIS: Geographic Information System
GMS: Grants Management System
GPS: Global Positioning System
[bookmark: h]HAZMAT: Hazardous Material
HEAR: Hospital Emergency Administrative Radio
HICS: Hospital Incident Command System
HSEEP: Homeland Security Exercise Evaluation Program
HSGP: Homeland Security Grant Program
HSPD: Homeland Security Presidential Directive
[bookmark: i]IAP: Incident Action Plan
IC: Incident Commander
ICS: Incident Command System
IED: Improvised Explosive Device
IJ: Investment Justification
IS: Independent Study
ISD: Internal Services Department
IT: Information Technology
JEOC: Joint Emergency Operations Center
JIC: Joint Information Center
JIS: Joint Information System
JOC: Joint Operations Center
JPA: Joint Powers Agreement
JRIC: Joint Regional Intelligence Center
JTTF: Joint Terrorism Task Force
LAR: Large Animal Rescue
LDRPS: Living Disaster Recovery Planning System 
LETPP: Law Enforcement Terrorism Prevention Program
[bookmark: m]MAC: Medical Alert Center
MAC: Multi Agency Coordination
MARAC: Mutual Aid Regional Advisory Committee
MCI: Multiple Casualty Incident
MRC: Medical Reserve Corps
MOU: Memorandum of Understanding
MOV: Mid-Ohio Valley
MOVHD: Mid-Ohio Valley Health Department
MOVR CERT: Mid-Ohio Valley Regional Community Emergency Response Team
MRE: Meals Ready to Eat
MSEL: Master Sequence of Events List
[bookmark: n]NAWAS: National Warning System
NBC: Nuclear, Biological, Chemical
NDMS: National Disaster Medical System
NEMIS: National Emergency Management Information System
NEST: Nuclear Emergency Search Team
NEXS: National Exercise Schedule
NIC: NIMS Integration Center
NIFOG: National Interoperability Field Operations Guide
NIMS: National Incident Management System
NIPP: National Infrastructure Protection Plan
NMRT: National Medical Response Team
NOC: National Operations Center
NPG: National Preparedness Goal
NPS: National Pharmaceutical Stockpile
NRP: National Response Plan
NRP: Natural Resource Polie
NRT: National Response Team
NVOAD: National Volunteer Organization Active in Disasters
NWS: National Weather Service
[bookmark: o]OA: Operational Area
OAAB: Operational Area Advisory Board
OASIS: Operational Area Satellite Information System
ODP: Office of Domestic Preparedness
OEM: Office of Emergency Management
OES: Office of Emergency Services
OHS: Office of Homeland Security
OIC: Officer in Charge
OPS: Office of Public Safety
OPS: Operations
OSHA: Occupational Safety and Health Administration
[bookmark: p]PAN FLU: Pandemic Influenza
PDA: Preliminary Damage Assessment
PDM: Pre-Disaster Mitigation
PIA: Public Information Announcement
PIO: Public Information Officer
POD: Point of Dispensing
PPE: Personal Protective Equipment
PSAP: Public Safety Answering Point
PSGP: Port Security Grant Program
[bookmark: r]RACES: Radio Amateur Civil Emergency Services
RDD: Radiological Dispersal Device
REDDINET: Rapid Emergency Digital Data Information Network
REOC: Regional Emergency Operations Center
RFI: Request for Information
RFP: Request for Proposal
RIMS: Response Information Management System
RTTY: Radioteletype
SAR: Search and Rescue
[bookmark: s]SARS: Severe Acute Respiratory Syndrome
SBA: Small Business Administration
SCO: State Coordinating Officer
SEMS: Standardized Emergency Management System
SHB: Sheriff’s Headquarters Bureau
SHSGP: State Homeland Security Grants Program
SITREP: Situation Report
SNAP: Specific Needs Assessment Planning
SNS: Strategic National Stockpile
SOC: State Operations Center
SOP: Standard Operating Procedure
SPA: Service Provider Area
SubCom: Subcommittee
[bookmark: t]TCL: Target Capabilities List
TEW: Terrorist Early Warning Group
TSGP: Transit Security Grant Program
TTX: Table Top Exercise
[bookmark: u]UASI: Urban Area Security Initiative
UC: Unified Command
USAR: Urban Search and Rescue
USCG: United States Coast Guard
[bookmark: v]VA: Veterans Administration
VIP: Very Important Person
VIPS: Volunteers in Police Service
VOAD: Volunteer Organization Active in Disasters
[bookmark: w]WHO: World Health Organization
WMD: Weapon of Mass Destruction
WVREDI: West Virginia Responder Emergency Deployment Information
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All-Hazards: Describing an incident, natural or manmade, that warrants action to protect life, property, environment, and public health or safety, and to minimize disruptions of government, social, or economic activities.
Assessment: The process of acquiring, collecting, processing, examining, analyzing, evaluating, monitoring, and interpreting the data, information, evidence, objects, measurements, images, sound, etc., whether tangible or intangible, to provide a basis for decision-making. 
Assistant: Title for subordinates of principal Command Staff positions. The title indicates a level of technical capability, qualifications, and responsibility subordinate to the primary positions. Assistants may also be assigned to Unit Leaders. 
Available Resource: Resource assigned to an incident, checked in, and available for a mission assignment, normally located in a Staging Area. 
Branch: The organizational level having functional or geographical responsibility for major aspects of incident operations. A Branch is organizationally situated between the Section Chief and the Division or Group in the Operations Section and between the Section and Units in the Logistics Section. Branches are identified by the use of Roman numerals or by functional area. 
Branch Director: The Incident Command System title for individuals responsible for supervision of a Branch. 
Cache: A predetermined complement of tools, equipment, and/or supplies stored in a designated location, available for incident use. 
CERT: Community Emergency Response Team, a group of volunteer community members within a specified geographical area trained in the principles of CERT by a local fire department or Office of Emergency Management who respond jointly as a team during an emergency. 
CERT Area: The geographical area for which a CERT is responsible. CERTs within the Mid-Ohio Valley Regional CERT area will be organized into Chapters within each county.
CERT County Coordinator: A CERT volunteer responsible for creating a self-sufficient CERT in a county through efforts such as planning, educating, recruiting, practicing, and other activities. The CERT County Coordinator reports to, and coordinates with, the Regional Coordinator.
CERT Member: A person who has received formal CERT training. In the MOVR CERT programs, individual members are classified according to the level of participation they choose.
CERT Leader: An unofficial alternate term for Incident Commander, the leader of the CERT during emergency operations. For consistency with ICS the title Incident Commander is used in all formal communication and documentation. 
Chain of Command: The orderly line of authority within the ranks of the incident management organization. 
Check-In: The process through which resources first report to an incident. All responders, regardless of agency affiliation, must report in to receive an assignment in accordance with the procedures established by the Incident Commander. 
Command Staff: Command comprises the Incident Commander (IC) and Command Staff. Command staff positions are established to assign responsibility for key activities not specifically identified in the General Staff functional elements. These positions may include the Public Information Officer (PIO), Safety Officer (SO), and the Liaison Officer (LNO), in additional to various others, as required and assigned by the IC. They may have an assistant or assistants, as needed. See also General Staff.
Common Operating Picture (COP): An overview of an incident by all relevant parties that provides incident information enabling the Incident Commander/Unified Command and any supporting agencies and organizations to make effective, consistent, and timely decisions. 
Common Terminology: Common words and phrases used to avoid confusion. Common terminology ensures consistency and allows diverse incident management and support organizations to work together across a wide variety of incident management functions and hazard scenarios. Common terminology avoids the use of agency-specific codes or slang. 
Communications: The process of transmission of information through verbal, written, or symbolic means. 
Communications/Dispatch Center: Agency or interagency dispatch centers, 9-1-1 call centers, emergency control or command dispatch centers, or any naming convention given to the facility and staff that handles emergency calls from the public and communication with emergency management/response personnel. The center can serve as a primary coordination and support element of the Multiagency Coordination System(s) (MACS) for an incident until other elements of the MACS are formally established. 
Credentialing: The authentication and verification of the certification and identity of designated incident managers and emergency responders. 
Demobilization: The orderly, safe, and efficient return of an incident resource to its original location and status. 
Deputy: A fully qualified individual who, in the absence of a superior, can be delegated the authority to manage a functional operation or to perform a specific task. In some cases, a deputy can act as relief for a superior, and, therefore, must be fully qualified in the position. Deputies generally can be assigned to the Incident Commander, General Staff, and Branch Directors. 
Disaster: An incident when lives, health, and/or environment are endangered and emergency personnel and normal municipal services are overwhelmed. Disasters are relatively unexpected. 
Discussion-Based Exercise: See Exercises.
Division: The organizational level having responsibility for operations within a defined geographic area. Divisions are established when the number of resources exceeds the manageable span of control of the Section Chief.
Emergency: Any incident, whether natural or manmade, that requires immediate action to protect life or property. Emergencies are typically handled on the most local level until assistance is needed from a higher level of government. The executive on city (mayor), county (mayor), state (governor), and federal (president) levels has authority to declare an emergency.
Emergency Management/Response Personnel: Includes Federal, State, territorial, tribal, substate regional, and local governments, nongovernmental organizations (NGOs), private sector organizations, critical infrastructure owners and operators, and all other organizations and individuals who assume an emergency management role. Also known as emergency responders. 
Emergency Operations Plan (EOP): An ongoing plan for responding to a wide variety of potential hazards. 
Emergency Public Information: Information that is disseminated primarily in anticipation of or during an emergency. In addition to providing situational information to the public, emergency public information frequently provides directive actions required to be taken by the general public.
Exercises: There are two major classifications of exercises: discussion-based and operations-based.
Discussion-Based Exercises: These types of exercises typically highlight existing plans, policies, mutual aid agreements, and procedures, and can be used as tools to familiarize agencies and personnel with current or expected capabilities. Discussion-based exercises include seminars, workshops, tabletops, and games.
Seminar: A discussion-based exercise designed to orient participants to new or updated plans, policies, or procedures through informal discussions.
Workshop: A type of discussion-based exercise focused on increased participant interaction and focusing on achieving or building a product (e.g., plans, policies). A workshop is typically used to test new ideas, processes, or procedures; train groups in coordinated activities; and obtain consensus. Workshops often use breakout sessions to explore parts of an issue with smaller groups.
Tabletop Exercise (TTX): A discussion-based exercise intended to stimulate discussion of various issues regarding a hypothetical situation. Tabletop exercises can be used to assess plans, policies, and procedures or to assess types of systems needed to guide the prevention of, response to, or recovery from a defined incident. TTXs are typically aimed at facilitating understanding of concepts, identifying strengths and shortfalls, and/or achieving a change in attitude. Participant are encouraged to discuss issues in depth and develop decisions through slow-paced problem-solving rather than the rapid, spontaneous decision-making that occurs under actual or simulated emergency conditions. TTXs can be breakout (i.e., groups split into functional areas) or plenary (i.e., one large group).
Game: A type of discussion-based exercise that simulates operations that often involve two or more teams, usually in a competitive environment, using rules, data, and procedures designed to depict an actual or assumed real-life situation.
Operations-Based Exercises: Operations-based exercises are characterized by actual response, mobilization of apparatus and resources, and commitment of personnel, usually held over an extended period of time. Operations-based exercises can be used to validate plans, policies, agreements, and procedures and include drills, functional exercises, and full-scale exercises. They can clarify roles and responsibilities, identify gaps in resources needed to implement plans and procedures, and improve individual and team performance.
Drill: A type of operations-based exercise that is a coordinated, supervised activity usually employed to test a single specific operation or function in a single agency. Drills are commonly used to provide training on new equipment, develop or test new policies or procedures, or practice and maintain current skills.
Functional Exercise (FE): A single- or multi-agency operations-based exercise designed to evaluate capabilities and multiple functions using a simulated response. Characteristics of a functional exercise include simulated deployment of resources and personnel, rapid problem solving, and a highly stressful environment.
Full-Scale Exercise (FSE): A multi-agency, multi-jurisdictional operations-based exercise involving actual deployment of resources in a coordinated response as if a real incident had occurred. A full-scale exercise tests many components of one or more capabilities within emergency response and recovery, and is typically used to assess plans and procedures under crisis conditions, and assess coordinated response under crisis conditions. Characteristics of an FSE include mobilized units, personnel, and equipment; a stressful, realistic environment; and scripted exercise scenarios. Since FSEs specifically include multiple agencies and multiple jurisdictions, CERT organization may be invited to participate in them, but it would be a very rare circumstance in which a CERT organization would ever host an FSE. 
Evacuation: The organized, phased, and supervised withdrawal, dispersal, or removal of civilians from dangerous or potentially dangerous areas and their reception and care in safe areas. 
Field Operations Guide (FOG): Durable pocket or desk guides that contain essential information required to perform specific assignments or functions during an incident.
General Staff: A group of incident management personnel organized according to function and reporting to the Incident Commander. The General Staff normally consists of the Operations Section Chief, Planning Section Chief, Logistics Section Chief, and Finance/Administration Section Chief. An Intelligence/Investigations Chief may be established, if required, to meet incident management needs. See also Command Staff.
Group: An organizational subdivision established to divide the incident management structure into functional areas of operation. Groups are composed of resources assembled to perform a special function not necessarily within a single geographic division. 
Hazard: Something that is potentially dangerous or harmful, often the root cause of an unwanted outcome. 
Incident: An occurrence, natural or manmade, that requires a response to protect life or property. For example, incidents can include terrorist threats or attacks, civil unrest, war-related disasters, public health and medical emergencies, hazardous materials spills, nuclear accidents, aircraft and other transportation accidents, utilities failures, winter storms, wildland and urban fires, floods, earthquakes, tornadoes, and other occurrences requiring an emergency response. 
Incident Action Plan: A plan outlining incident objectives for each operational period. An operational period is typically 12 hours. 
Incident Base: The location at which primary Logistics functions for an incident are coordinated and administered. There is only one Base per incident. (Incident name or other designator will be added to the term Base.) The Incident Command Post may be co-located with the Incident Base. 
Incident Command: The Incident Command System organizational element responsible for overall management of the incident and consisting of the Incident Commander (either single or unified command structure) and any assigned supporting staff. 
Incident Command Post (ICP): The field location where the primary functions are performed. The ICP may be co-located with the Incident Base or other incident facilities.
Incident Command System (ICS): A standardized on-scene emergency management construct specifically designed to provide an integrated organizational structure that reflects the complexity and demands of single or multiple incidents without being hindered by jurisdictional boundaries. ICS is the combination of facilities, equipment, personnel, procedures, and communications operating within a common organizational structure, designed to aid in the management of resources during incidents. ICS is used for all kinds of emergencies and is applicable to small as well as large and complex incidents. ICS is used by various jurisdictions and functional agencies, both public and private, to organize field-level incident management operations.
Incident Command System (ICS) Chain of Command: A hierarchy of organizational levels and their respective position titles represented in the following table:
	ORGANIZATIONAL LEVEL
	POSITION TITLE

	Incident Command
	Incident Commander

	Section
	Section Chief

	Group
	Group Supervisor

	Unit
	Unit Leader

	Team
	Team Leader



Incident Commander (IC): The individual responsible for all incident activities, including the development of strategies and tactics and the ordering and release of resources. The IC has overall authority and responsibility for conducting incident operations and is responsible for the management of all incident operations at the incident site. 
Incident Management: The broad spectrum of activities and organizations providing effective and efficient operations, coordination, and support applied at all levels of government, utilizing governmental and nongovernmental resources to plan for, respond to, and recover from an incident, regardless of cause, size, or complexity. 
Job Aid: Checklist or other visual aid intended to ensure that specific steps of completing a task or an assignment are accomplished. Standard Incident Command System forms are available at fema.gov/pdf/emergency/nims/ics_forms_2010.pdf. 
Jurisdiction: A range or sphere of authority. Public agencies have jurisdiction at an incident related to their legal responsibilities and authority. Jurisdictional authority at an incident can be political or geographical (e.g., Federal, State, tribal, local boundary lines) or functional (e.g., law enforcement, public health).
Liaison: A form of communication for establishing and maintaining mutual understanding and cooperation. 
Liaison Officer: A member of the Command Staff responsible for coordinating with representatives from cooperating and assisting agencies or organizations. 
Logistics: The process and procedure for providing resources and other services to support incident management. 
Logistics Section: The Section of the Incident Command System responsible for providing facilities, services, and material support for an incident. 
Management By Objectives: A management approach that involves a five-step process for achieving the incident goal. The Management By Objectives approach includes establishing overarching incident objectives; developing strategies based on overarching incident objectives; developing and issuing assignments, plans, procedures, and protocols; establishing specific, measurable tactics or tasks for various incident-management functional activities and directing efforts to attain them in support of defined strategies; and documenting results to measure performance and facilitate corrective action. 
Manager: Individual within an organizational unit of the Incident Command System who is assigned specific managerial responsibilities (e.g., Staging Area Manager or Camp Manager). 
Mobilization: The process and procedures used by all organizations—Federal, State, tribal, and local—for activating, assembling, and transporting all resources that have been requested to respond to or support an incident. 
Multi-Jurisdictional Incident: An incident requiring action from multiple agencies that each have jurisdiction to manage certain aspects of an incident. In the Incident Command System, these incidents will be managed under Unified Command. 
National Incident Management System (NIMS): A set of principles that provides a systematic, proactive approach guiding government agencies at all levels, nongovernmental organizations, and the private sector to work seamlessly to prevent, protect against, respond to, recover from, and mitigate the effects of incidents, regardless of cause, size, location, or complexity, in order to reduce the loss of life or property or harm to the environment. 
Nongovernmental Organization (NGO): An entity with an association that is based on interests of its members, individuals, or institutions. NGOs are not created by a government but may work cooperatively with government. Such organizations serve a public purpose, not a private benefit. Examples of NGOs include faith-based charity organizations and the American Red Cross. NGOs provide relief services to sustain life, reduce physical and emotional distress, and promote the recovery of disaster victims. Often these groups provide specialized services that help individuals with disabilities. NGOs and voluntary organizations play a major role in assisting emergency managers before, during, and after an emergency. 
Officer: The Incident Command System title for a person responsible for one of the Command Staff positions of Safety, Liaison, and Public Information. 
Operation-Based Exercise: See Exercises.
Operational Period: The time scheduled for executing a given set of operation actions, as specified in the Incident Action Plan. Operational periods can be of various lengths, although usually they last 12 to 24 hours. 
Operations Section: The Section of the Incident Command System (ICS) responsible for all tactical incident operations and implementation of the Incident Action Plan. In ICS, the Operations Section normally includes subordinate Branches, Divisions, and/or Groups. 
Personal Responsibility: The obligation to be accountable for one’s own actions.
Personnel Accountability: The ability to account for the location and welfare of incident personnel. To that end, supervisors ensure that Incident Command System principles and processes are functional and that personnel are working within established incident management guidelines. 
Personnel Accountability Officer: An individual responsible for accounting for the location and welfare of incident personnel. This officer would be part of the Human Resources Unit of the Logistics Section, which is part of the General Staff. The Personnel Accountability Officer coordinates with the Safety Officer (part of the Command Staff) to ensure the safety of responders. 
Plain Language: Communication that can be understood by the intended audience and meets the purpose of the communicator. For the purpose of the National Incident Management System, plain language is designed to eliminate or limit the use of codes and acronyms, as appropriate, during incident response involving more than a single agency. 
Planning Meeting: A meeting held as needed before and throughout the duration of an incident to select specific strategies and tactics for incident control operations and for service and support planning. For larger incidents, the Planning Meeting is a major element in the development of the Incident Action Plan. 
Planning Section: The Section of the Incident Command System responsible for the collection, evaluation, and dissemination of operational information related to the incident, and for the preparation and documentation of the Incident Action Plan. This Section also maintains information on the current and forecasted situation and on the status of resources assigned to the incident. 
Protocol: A set of established guidelines for actions (which may be designated by individuals, teams, functions, or capabilities) under various specified conditions. 
Resource Management: A system for identifying available resources at all jurisdictional levels to enable timely, efficient, and unimpeded access to resources needed to prepare for, respond to, or recover from an incident. Resource management under the National Incident Management System includes mutual aid agreements and assistance agreements; the use of special Federal, State, tribal, and local teams; and resource mobilization protocols. 
Safety Officer: A member of the Command Staff responsible for monitoring incident operations and advising the Incident Commander on all matters relating to operational safety, including the health and safety of emergency responder personnel. 
Section: The Incident Command System organizational level having responsibility for a major functional area of incident management (e.g., Operations, Planning, Logistics, Finance/Administration, and Intelligence/Investigations, if established. The Section is organizationally situated between the Incident Command and the Branch. 
Section Chief: The Incident Command System title for individuals responsible for management of functional Sections: Operations, Planning, Logistics, Finance/ Administration, and Intelligence/Investigations (if established as a separate Section). 
Single Resource: An individual, a piece of equipment and its personnel complement, or a crew/team of individuals with an identified work supervisor that can be used on an incident. 
Situation Report: Confirmed or verified information regarding the specific details relating to an incident. 
Span of Control: The number of resources for which a supervisor is responsible, usually expressed as the ratio of supervisors to individuals. Under the National Incident Management System, an appropriate span of control is between 1:3 and 1:7, with optimal being 1:5, or between 1:8 and 1:10 for many large-scale law enforcement operations. 
Special Needs Population: A population whose members may have additional needs before, during, and after an incident in functional areas, including but not limited to: maintaining independence, communication, transportation, supervision, and medical care. Individuals in need of additional response assistance may include those who have disabilities, who live in institutionalized settings, who are elderly, who are children, who are from diverse cultures, who have limited English proficiency or are non-English-speaking, or who are transportation disadvantaged.
Staging Area: Temporary location for available resources. A Staging Area can be any location in which personnel, supplies, and equipment can be temporarily housed or parked while awaiting operational assignment. 
Status Report: Information specifically related to the status of resources (e.g., the availability or assignment of resources). 
Strategy: The general plan or direction selected to accomplish incident objectives. 
Strike Team: A set number of resources of the same kind and type that have an established minimum number of personnel, common communications, and a leader.
Supervisor: The Incident Command System title for an individual responsible for a Division or Group. 
Tactics: The deployment and directing of resources on an incident to accomplish the objectives designated by strategy. 
Task Force: Any combination of resources assembled to support a specific mission or operational need. All resource elements within a Task Force must have common communications and a designated leader. 
Teams: Three to seven responders working together on a specific task within a Unit. (e.g., within the Search & Rescue Unit – Search & Rescue Team A, Search & Rescue Team B, etc.). 
Team Leader: The person in charge of a team during an incident, such as Search & Rescue Team A Leader. 
Technical Specialist: Person with special skills that can be used anywhere within the Incident Command System organization. No minimum qualifications are prescribed, as technical specialists normally perform the same duties during an incident that they perform in their everyday jobs, and they are typically certified in their fields or professions. 
Threat: Natural or manmade occurrence, individual, entity, or action that has or indicates the potential to harm life, information, operations, the environment, and/or property. 
Type: An Incident Command System resource classification that refers to capability. Type 1 is generally considered to be more capable than Types 2, 3, or 4, respectively, because of size, power, capacity, or (in the case of Incident Management Teams) experience and qualifications. 
Unified Command (UC): An Incident Command System application used when more than one agency has incident jurisdiction or when incidents cross political jurisdictions. Agencies work together through the designated members of the UC, often the senior persons from agencies and/or disciplines participating in the UC, to establish a common set of objectives and strategies and a single Incident Action Plan. 
Unit: The organizational element with functional responsibility for a specific incident planning, logistics, or finance/administration activity. 
Unit Leader: The individual in charge of managing Units within an Incident Command System (ICS) functional Section. The Unit can be staffed by a number of support personnel providing a wide range of services. Some of the support positions are pre-established within ICS (e.g., Base/Camp Manager), but many others will be assigned as technical specialists. 
Unity of Command: An Incident Command System principle stating that each individual involved in incident operations will be assigned to only one supervisor.
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(Master copies of forms for local reproduction will be printed
and inserted in the manual binder behind this sheet.)
[bookmark: _Toc319097485]Appendix B. Regional and Chapter Officers
	Position
	Regional
	Wood County
	Wirt
County
	Ritchie County
	Roane
County
	Pleasants County
	Calhoun
County

	Coordinator
	Kristine Green
	Bob Mercer
	Bo Wriston
	Bill Bayliss
	Robert
Bauer
	Debra Carouthers
	Matt Kirby

	Deputy
Coordinator
	Bob Mercer
	
	
	Kellie Nutt
	
	
	

	Operations
	
	
	
	
	
	
	

	Safety
	Terry Mills
	Terry Mills
	
	
	
	
	

	Planning
	
	
	
	
	
	
	

	Logistics
	
	
	
	
	
	
	

	Administration
	Rick
Sawyer
	Rick Sawyer
	
	
	
	
	

	Public
Information
	Bo Wriston
	
	Bo Wriston
	
	
	
	

	Chaplain
	Tony Taylor
	Tony Taylor
	
	
	
	
	

	Communications
	Rick Sawyer
	Rick Sawyer
	
	
	
	
	

	Training
	Don Williams &
Mike Kelley
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(Policies and Procedures will be developed separately
and inserted in the manual binder behind this sheet.)




[bookmark: _Toc319097488]Safety Policy
In all CERT activities, SAFETY is always the first consideration.
A healthy and safe work environment is an important part of CERT. No job is considered to be so important or urgent that volunteers cannot take time to perform their job safely. 
All CERT personnel shall at all times promote and comply with all policies, procedures, and/or operating philosophies as required by Mid-Ohio Valley Regional CERT. Safety is accomplished through proper decision making and the use of appropriate Personal Protective Equipment (PPE).
Under the CERT philosophy, every team member functions as a safety officer and is responsible for the safety of every other team member. During activations, a Safety Officer will be assigned to oversee the safety of all operations. The Safety Officer has the authority to order you to stop an activity. All CERT volunteers are required to fully comply with the directions of the Safety Officer.
As a CERT volunteer, you have a responsibility for your own safety and health.  This includes using all required safety devices. You must also notify your Team Leader of any physical conditions such as drowsiness due to medication, illness, or emotional strain which may affect your performance and safety, and you are required to immediately report all work-related accidents and/or injuries to your Team Leader.
CERT volunteers are responsible for maintaining all CERT equipment and resources in clean and operable condition before, during, and after deployment (including exercises). All equipment shall be used strictly in a manner consistent with its purpose and within the member’s level of training.
CERT-trained individuals and/or teams, while serving in a CERT capacity (or representing the CERT organization), shall operate within the parameters of their training. Minimum training requirements to be considered for deployment will consist of the following:
• Completed Classroom-based CERT Basic Training
• Basic First Aid
• CPR/AED
• Basic Radio Procedures
• ICS-700 National Incident Management System (NIMS), An Introduction
• ICS-100 Introduction to the Incident Command System
• ICS-200 ICS for Single Resources and Initial Action Incidents
 
Mid-Ohio Valley CERT cannot allow any individual who has not completed the classroom-based CERT Basic Training to participate in CERT-related activities. This does not exclude unaffiliated volunteers from being utilized for non-CERT tasks, such as radio operators, scribes, and messengers.
CERT members shall always follow the buddy system for deployment. Teams will consist of a minimum of three members. At no time may any team member leave his/her team or designated assignment area without permission of the CERT Group or Division Supervisor, Branch Director, or Operations Chief.
 Radio contact between teams and CERT Operations must be established before deployment and maintained throughout the assignment. In the event of a loss of communications, all team efforts will cease until communications are reestablished.
If at any time, any team member feels the assigned task is unsafe, the entire team MUST back away.
[bookmark: _Toc319097489]Protective Clothing and Equipment
When engaging in any operations-based exercise or incident, clothing that will provide an acceptable level of personal protection must be worn. Long pants, sturdy shoes or boots, and a sleeved shirt (long or short sleeves) are considered absolute minimum. Sandals, clogs or crocs, shorts, or tank tops are not approved apparel for any operations-based exercise or incident. Clothing should be comfortable and offer a degree of protection to the wearer.
Minimum identification and Personal Protective Equipment shall consist of the following.
Level I: Non-emergency (any non-hazardous and non-strenuous event in which there is very limited potential of physical injury; i.e., meetings, classes, or discussion-based exercises):
	•	CERT T-Shirt and/or CERT ID card and/or CERT vest (some clear identification as a CERT member). This is the only type of activity at which shorts and/or open-toed shoes or sandals are permitted. Tank tops are never appropriate attire for CERT activities. 
Level II: Operations-based Exercise or Incident
	•	CERT ID card
	•	Reflective CERT vest
	•	Helmet
	•	Eye protection
	•	Gloves (medical and utility)
	•	Mask or respirator (as needed)
Additional PPE may be added at the discretion of the individual CERT volunteer; e.g., hearing protection, etc.
Level III: Medical (any situation where there is a risk of contact with body fluids such as blood, mucus, saliva, etc.)
	•	CERT ID card
	•	Reflective CERT vest
	•	Helmet
	•	Eye protection
	•	Gloves (medical and utility)
	•	Mask or respirator
	•	Nitrile medical gloves. Medical gloves may be worn either under utility gloves or alone if there is no risk of hand injury.
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STRUCTURE MARKING SYSTEM
Begin by using orange spray paint or lumber crayon to draw a 2-foot box. Then use the
box to alert subsequent rescuers to building conditions or earlier findings.

Damage is minor with little danger of further collapse. Structure is safe
for search and rescue operations.

Damage is significant. Shoring, bracing or removal of hazards is
necessary.

< Structure is not safe for search and rescue operations. Remote search
operations may proceed at significant nisk. Safe havens and evacuation
routes should be established.

«— Direction to safely enter building.

HM  Hazardous material is present. Type of hazard may also be noted

sy Write date, time, hazardous materials present and team
P identification on the right-hand side of the box. For example,
this building was searched Sept. 1, 1995, at 8am., chlorine
was found, and the search was conducted by Los Angeles
County CATE-2
SEARCH MARKING SYSTEM

/ Search operations are currently in progress. (ORANGE)

>< Personnel have exited the structure. (ORANGE)

i Lefi quadrant—  Team identifier.
carr2 YW ciose  Top quadrant —  Time and date team left the structure.
Right quadrant— Hazards found.
1DEAD Bottom Quadrant - Number of live and dead victims still
1nside the structure. Written in Black Marker or lumber crayon/chalk

1LvE

Source: Federal Emergency Management Agency Urban Search and Rescue Task Force
System.
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